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Rok 2025 w ochronie danych osobowych

Rok 2025 byt przelomowym okresem dla ochrony

danych osobowych w Polsce i catej Unii Europejskie;j.

Nowa fala regulacji cyfrowych (w tym Data Act,
DORA, AI Act oraz dyrektywa NIS 2) gruntownie
przeformulowuje otoczenie prawne, w ktorym
dzialajg polscy przedsiebiorcy. Dla firm,
niezaleznie od ich wielkosci, oznacza to koniecznos¢
nie tylko dostosowania sie do nowych przepisow, ale
takze strategicznego przemyslenia, jak zarzgdzac
danymi i cyberbezpieczenstwem.

Niniejszy artykul stanowi merytoryczne
podsumowanie kluczowych zmian, ktore miaty

miejsce w 2025 roku, oraz wskazuje na najwazniejsze
wyzwania i obszary, na ktore organizacje powinny

potozy¢ szczegbdlny nacisk w nadchodzgcym 2026
roku.

Przeglad zmian prawnych

Krajobraz regulacyjny w Unii Europejskiej ulegt

w 2025 roku znaczgcym zmianom. Tabela na
nastepnej stronie przedstawia status kluczowych
aktow prawnych, ktore weszty w zycie lub sg

w trakcie wdrazania, wraz z gldwnymi implikacjami
dla przedsiebiorcow.
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Regulacja

Data Act

DORA

Al Act

NIS-2

Status

Obowigzuje

Obowigzuje

Czesciowo
obowigzuje

W trakcie
wdrazania

Data wejscia w zycie

12 wrzesSnia 2025 r.

17 stycznia 2025 1.

Od 1 sierpnia 2024 r.,
przepisy zakazujgce od
lutego 2025 1.

Termin transpozycji: 17
pazdziernika 2024 r.
(Polska op6zniona)

Implikacje dla organizacji

Koniecznos$¢ umozliwienia uzytkownikom dostepu do danych
generowanych przez inteligentne urzgdzenia (IoT). Wymaga to
zmian w umowach, procedurach operacyjnych i potencjalnie

w projektowaniu produktow. Przyktad: producent
inteligentnych pralek musi zapewnic klientowi dostep do
danych o zuzyciu wody i energii.

Sektor finansowy i jego kluczowi dostawcy ICT muszg wykazac
cyfrowg odpornos¢ operacyjng. Wymaga to rygorystycznego
zarzgdzania ryzykiem, a takze testowania i przeglagdu umow

z dostawcami. Przyktad: bank musi regularnie testowac swoje
systemy pod kgtem odpornosci na cyberataki i weryfikowac¢
zabezpieczenia stosowane przez dostawce chmury.

Wprowadzenie zakazow stosowania niebezpiecznych praktyk
w systemach Al. Wymaga klasyfikacji ryzyka dla wszystkich
systemow Al, zapewnienia dokumentacji technicznej

i transparentnosci. Przyktad: systemy Al do analizy CV /
dopasowania kandydatéw sg dozwolone, ale sg to systemy
wysokiego ryzyka i wymagajg wdrozenia petnego systemu
zarzgdzania ryzykiem, oceny zgodnosci , nadzoru cztowieka

i logowania zdarzen.

Organizacje z kluczowych sektoréw (energia, transport,
zdrowie, bankowos¢, infrastruktura cyfrowa) muszg
przygotowac sie na nowe, bardziej rygorystyczne obowigzki
w zakresie zarzgdzania ryzykiem cyberbezpieczenstwa

i zglaszania incydentow. Przyklad: firma kurierska bedzie
musiata wdrozy¢ zaawansowane srodki ochrony swoich

systemOw logistycznych i zglasza¢ powazne incydenty do

odpowiednich organow.
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Data Act

To Rozporzadzenie Parlamentu Europejskiego

i Rady (UE) 2023/2854 z 22 listopada 2023 r.

w sprawie sprawiedliwego dostepu do danych i ich
wykorzystania (ang. Data Act), obowigzujgce
bezposrednio od 12 wrzesnia 2025 r. we wszystkich
panstwach UE. Akt wprowadzit prawo uzytkownikéow
do dostepu do danych generowanych przez
inteligentne urzadzenia. Dla przedsiebiorcow
oznacza to koniecznos¢ wdrozenia mechanizmow
umozliwiajgcych realizacje tych praw, przegladu
umow z klientami oraz dostosowania procedur
operacyjnych. W Polsce nie wdrozono jeszcze
ustawy dostosowujgcej porzadek prawny do Data Act,

ale Ministerstwo Cyfryzacji prowadzi prace nad
projektem ustawy o sprawiedliwym dostepie do
danych i ich wykorzystywaniu. Projekt okresla
kompetencje Prezesa Urzedu Komunikacji
Elektronicznej (PUKE) jako organu nadzorczego,
procedury administracyjne, katalog naruszen oraz
kary pieniezne za nieprzestrzeganie Data Act;
konsultacje publiczne trwaty do 3 grudnia 2025 r.,

z planowanym przyjeciem przez Rade Ministrow w IV
kw. 2025 r. Ustawa uzupeinia rozporzgdzenie

o krajowe mechanizmy egzekucji, bez wprowadzania
nowych obowigzkow — Data Act stosuje sie
bezposrednio od 12 wrzesnia 2025 r.

DORA (ang. Digital Operational Resilience Act)

Rozporzadzenie Parlamentu Europejskiego

i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r.

w sprawie operacyjnej odpornosci cyfrowej sektora
finansowego, obowigzujgce bezposrednio od 17
stycznia 2025 r. we wszystkich panstwach UE. DORA
stosuje sie bezposrednio we wszystkich panstwach
cztonkowskich UE, bez potrzeby transpozycji jak

w przypadku dyrektyw. Polska opracowata ustawe
zmieniajgca ustawy sektorowe (np. Prawo bankowe,
ustawe o ustugach ptatniczych) w zwigzku

7z zapewnieniem operacyjnej odpornosci cyfrowej

sektora finansowego dostosowujgca polski porzadek
prawny do rozporzgdzenia DORA. Weszta ona w zycie
7 sierpnia 2025 r., z vacatio legis trwajgcym jeden
dzien, co umozliwito Komisji Nadzoru Finansowego
(KNF) bezposredni nadzor i nakladanie kar za
naruszenia. Instytucje finansowe musialy dokonac
kompleksowego przeglagdu umow z dostawcami
ustug ICT, wdrozy¢ testy odpornosci oraz
ustanowic¢ procedury zarzgdzania ryzykiem
operacyjnym. Dla sektora finansowego rok 2025 byt
rokiem intensywnych przygotowan i wdrazania.

Al Act

To Rozporzadzenie Parlamentu Europejskiego

i Rady (UE) 2024/1689 z 13 czerwca 2024 r.

w sprawie ustanowienia zharmonizowanych
przepisow dotyczgcych sztucznej inteligencji (ang.
Artificial Intelligence Act), opublikowane 12 lipca
2024 r. 1 obowigzujgce od 2 sierpnia 2024 r., z
fazowanym wdrozeniem. Juz od lutego 2025 r.
zaczely obowigzywac zakazy dotyczgce niektorych,
szczegOlnie niebezpiecznych systemow Al.
Przedsiebiorcy wykorzystujacy lub tworzacy
systemy Al musieli dokonac ich klasyfikacji pod
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katem ryzyka, by w przyszlosci sprostac
wymogom Al Act i zapewni¢ odpowiednig
dokumentacje techniczng oraz transparentnosc
dzialania.

W Polsce nie wdrozono jeszcze ustawy
dostosowujgcej porzadek prawny do rozporzadzenia
Al Act (UE), ale Ministerstwo Cyfryzacji opracowato
projekt ustawy o systemach sztucznej inteligencji (nr
UC71), ktory wyznacza organy nadzorcze, wprowadza
kary administracyjne i procedury skargowe. Projekt
przeszedt
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prekonsultacje (zakonczone maj 2024 r., ponad 2000
uwag), konsultacje publiczne (do 15 listopada 2024 r.,
zakonczone grudzien 2024 r.) oraz aktualizacje (nowa
wersja luty 2025 r., zmiany w lipcu 2025 r. usuwajgce
kary dla menedzerow); obecnie trwa analiza i prace
rzgdowe bez podanego terminu uchwalenia. Ustawa

uzupeinia Al Act o krajowe mechanizmy: Krajowy
Rejestr Systemow Al (KRiBSI), Rade Spoteczng ds. Al,
interpretacje i rekomendacje praktyk, notyfikacje
jednostek oceniajgcych zgodnosc; rozporzgdzenie
stosuje sie bezposrednio z fazowanym wdrozeniem.

Dyrektywa NIS2

(Dyrektywa Parlamentu Europejskiego i Rady
(UE) 2022/2555 z 14 grudnia 2022 r.) to unijny akt
prawny wzmacniajgcy cyberbezpieczenstwo sieci

i systemow informatycznych (Network and
Information Systems), zastepujacy NIS1

i rozszerzajgcy zakres na 18 sektorow krytycznych.
Dyrektywa naklada na podmioty kluczowe

i wazne (m.in energetyka, transport, zdrowie,
bankowosc¢, infrastruktura cyfrowa) obowigzki
zarzgdzania ryzykiem cybernetycznym, w tym
ocene zagrozen, srodki techniczne

i organizacyjne, raportowanie incydentow oraz
wymiane informacji o zagrozeniach.

(Dyrektywa Parlamentu Europejskiego i Rady (UE)

2022/2555 z 14 grudnia 2022 r.) to unijny akt prawny
wywigzata sie z tego terminu. Wdrozenie Dyrektywy
NIS 2 poprzez nowelizacje ustawy o krajowym
systemie cyberbezpieczenstwa (KSC) jest op6znione;
projekt ustawy skierowano do dalszych prac

w Sejmie, z planowanym zakonczeniem procesu
legislacyjnego do konca 2025 r. i wejsciem w zycie

w pierwszej potowie 2026 r. po vacatio legis.

Mimo opdzZnienia, organizacje z kluczowych
sektorow gospodarki (m.in. energetyka, transport,
zdrowie, bankowos¢, infrastruktura cyfrowa)
powinny juz przygotowywac sie na nowe, bardziej
rygorystyczne obowigzki w zakresie zarzgdzania
ryzykiem cyberbezpieczenstwa i zgtaszania
incydentow.

Whnioski na podstawie aktywnosci
PUODO w 2025 roku.

Aby zrozumiec, jak powaznie Urzad Ochrony Danych
Osobowych podchodzi do egzekwowania przepisow
RODO, warto przyjrzec sie konkretnym decyzjom.
Trzy przypadki z 2025 roku pokazujg, ze UODO nie
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toleruje btedow w ochronie danych, niezaleznie od
tego, czy naruszenie dotyczy jednej osoby, czy
milionoéw obywateli. Kary rosng — w 2025 roku
UODO natozylo ponad 64 milionow zlotych kar,
co stanowi wielokrotny wzrost w stosunku do lat
poprzednich.
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Suma kar (w zt)

Liczba kar

Doktadna liczba wiarygodna bedzie

Rekordowy wzrost, m.in. kary dla Poczty

2025 >64 000 000 _ . _ ]
podana w sprawozdaniu rocznym za 2025 Polskiej (27 mln zt) i bankow
Wzrost o 1030% r/r, najwyzsza kara: 4,05
2024 13 907 740,96 27
min zt
2023 1230 331,28 31 Niski poziom w porownaniu do 2022

Kara dla ING Banku Slaskiego

W sierpniu 2025 roku Prezes UODO natozyl na ING
Bank Slaski jedna z najwyzszych kar w historii
urzedu, w wysokosci ponad 18,4 miln zt. Powodem
bylo masowe i nieuzasadnione skanowanie dowodow
tozsamosci klientow i potencjalnych klientow, co
stanowilo naruszenie fundamentalnych zasad RODO,
w tym zasady minimalizacji danych.

Wedtug UODO bank, w okresie od 1 kwietnia 2019 .
do 23 wrzesnia 2020 r., wdrozyt procedury, ktore
zaktadaty kopiowanie dokumentu tozsamosci

w szerokim zakresie sytuacji, czesto bez
indywidualnej analizy i rzeczywistej potrzeby. Jak
wskazat organ nadzorczy, praktyka ta obejmowata
nawet przypadki niezwigzane z obowigzkami
wynikajgcymi z ustawy o przeciwdziataniu praniu
pieniedzy oraz finansowaniu terroryzmu (AML), takie
jak sktadanie reklamacji dotyczacej dziatania
bankomatu. UODO podkreslilo, ze bank nie
dokonywal indywidualnej oceny ryzyka, ktora
uzasadnialaby koniecznos¢ wykonania kopii
dokumentu w kazdym przypadku, a zamiast tego
stosowat te praktyke w sposdb zautomatyzowany.

,Bank nie dokonywat wiec indywidualnej oceny
ryzyka wigzgcego sie z danym klientem

lexdigital.pl LinkedIn
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i podejmowanymi przez niego dziataniami.
Dokumenty tozsamosci skanowane byly takze

w przypadkach niewigzgcych sie z realizacjg
obowigzkow okreslonych przepisami ustawy AML
(np. przy reklamacji dotyczgcej bankomatu).” -
czytamy w komunikacie UODO. [2]

Prezes UODO uznat, ze takie dzialanie naruszato art.
5 ust. 1 lit. c RODO, czyli zasade minimalizacji,
ktora wymaga, aby zakres przetwarzanych danych byt
adekwatny, stosowny oraz ograniczony do tego, co
niezbedne do celéw, w ktorych sg one przetwarzane.
Gromadzenie pelnych skanéw dowodow osobistych,
ktore zawierajg szeroki katalog danych (m.in.
wizerunek, numer PESEL, imiona rodzicow), bez
konkretnej podstawy prawnej i analizy niezbednosci,
stwarzato wysokie ryzyko dla praw i wolnosci osob,
ktorych dane dotyczg. Bank zapowiedziat odwotanie
od decyzji.

Lekcja dla przedsiebiorcow

Decyzja w sprawie ING Banku Slaskiego stanowi
wazng przestroge dla wszystkich administratorow
danych, a w szczegolnosci dla instytucji
obowigzanych w rozumieniu ustawy AML.

Obowigzki wynikajgce z przepisow
sektorowych (jak AML) nie zwalniajg
z przestrzegania RODO.

Wrecz przeciwnie, nalezy je interpretowac w sposob
spojny z ogdlnym rozporzgdzeniem o ochronie
danych. Kopiowanie dokumentu tozsamosci jest
dopuszczalne tylko wtedy, gdy jest to niezbedne do
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zastosowania konkretnego srodka bezpieczenstwa
finansowego, a nie jako standardowa procedura ,,na
zapas’.

Kluczowa jest indywidualna ocena ryzyka
(risk-based approach).

Zamiast tworzy¢ sztywne procedury nakazujgce
zbieranie maksymalnego zakresu danych w kazdej
sytuacji, nalezy analizowac kazdy przypadek osobno.
Czy do weryfikacji tozsamosci klienta sktadajgcego
prostg reklamacje naprawde potrzebny jest skan
catego dowodu? Czesto wystarczajgcy bedzie wglad
do dokumentu bez jego kopiowania. Nalezy zawsze
zadac sobie pytanie: ,,Czy osiggniecie tego
konkretnego celu jest niemozliwe bez przetwarzania
tych danych?”

Zasada minimalizacji danych musi by¢
wbudowana w procesy biznesowe
(privacy by design).

Juz na etapie projektowania procedur nalezy dgzy¢
do ograniczania zbieranych danych. Jesli celem jest
identyfikacja klienta, mozna rozwazyc¢ inne, mniej
inwazyjne metody. Przetwarzanie numeru PESEL czy
wizerunku, gdy nie jest to absolutnie konieczne,
generuje niepotrzebne ryzyko, za ktore administrator
ponosi pelng odpowiedzialnosc.
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McDonaid’s

Kara dla McDonald’s Polska za btedy w
nadzorze nad procesorem

W lipcu 2025 roku Prezes UODO natozyt na
McDonald’s Polska Sp. z 0.0. kare w tgcznej
wysokosci niemal 17 miln zl. Sankcja byla
konsekwencjg serii zaniedban, ktore doprowadzity do
wycieku danych osobowych pracownikow w wyniku
btedu podmiotu przetwarzajgcego (procesora),
ktoremu firma powierzylta zarzgdzanie grafikami

pracy [3].

McDonald’s Polska zlecit zewnetrznej firmie obstuge
systemu do zarzgdzania grafikami pracy. Wskutek
blednej konfiguracji serwera przez ten podmiot, dane
pracownikow — w tym tak wrazliwe informacje jak
numery PESEL i paszportow — staty sie publicznie
dostepne. Postepowanie UODO wykazato, ze
McDonald’s jako administrator danych ponosit
wspotodpowiedzialnosé za to zdarzenie z powodu
licznych uchybien. Firma nie zweryfikowata

w wystarczajgcy sposob swojego procesora pod
kgtem gwarancji bezpieczenstwa, nie przeprowadzita
analizy ryzyka zwigzanej z tym procesem i nie
sprawowata nalezytego nadzoru nad jego
dziataniami. Co wiecej, UODO stwierdzito naruszenie
zasady minimalizacji danych, poniewaz w systemie
przetwarzano numery PESEL i paszportow jako
identyfikatory, cho¢ mozna byto uzy¢ do tego celu
mniej wrazliwych danych.

,Postepowanie wykazato, ze spotka McDonald’s nie
zweryfikowata podmiotu przetwarzajgcego pod
kgtem zdolnosci do zabezpieczenia danych - oparto
sie jedynie na wczesniejszej wspotpracy w zakresie
PR. Tym samym naruszono art. 28 ust. 1 RODO, ktory
wymaga, by przetwarzanie w imieniu administratora
odbywato sie przez podmioty przetwarzajgce,
zapewniajgce wystarczajgce gwarancje wdrozenia
odpowiednich srodkow technicznych

i organizacyjnych, by przetwarzanie chronito prawa
0sob, ktorych dane dotyczg.” [3]
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Lekcja dla przedsiebiorcow

Sprawa McDonald’s to fundamentalna lekcja na
temat odpowiedzialno$ci administratora za dziatania
procesora.

Wybor podmiotu przetwarzajgcego to
krytyczny proces.

Nie mozna opierac sie wylgcznie na dotychczasowej
wspotpracy w innych obszarach czy na reputacji
firmy. Nalezy przeprowadzi¢ formalng weryfikacje
(due diligence), zgdajgc dowodow na wdrozenie
odpowiednich srodkow technicznych

i organizacyjnych, takich jak certyfikaty, wyniki
audytow bezpieczenstwa czy szczegdtowe opisy
stosowanych zabezpieczen. Artykut 28 ust. 1 RODO
naklada na administratora obowigzek korzystania
wylgcznie z ustug takich podmiotow, ktore dajg
Swystarczajgce gwarancje”.

Umowa powierzenia to poczgtek, a nie
koniec obowigzkow.

Administrator musi aktywnie nadzorowac procesora
przez caty okres wspotpracy. Oznacza to korzystanie
z prawa do audytu, regularne przeglady raportow
bezpieczenstwa i stalg komunikacje. Biernosc¢ i pelne
zaufanie, bez mechanizmoéw weryfikacji, jest prosta
drogg do naruszenia.

Administrator pozostaje odpowiedzialny
za zgodnos¢ z zasadami RODO, nawet
gdy dane przetwarza ktos inny.

To McDonald’s, a nie procesor, zostat ukarany za
naruszenie zasady minimalizacji. Administrator
decydujac o celach i sposobach przetwarzania musi
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zadbac, aby systemy (nawet te obstugiwane przez
zewnetrzng firme) nie zbieralty nadmiarowych
danych. Odpowiedzialnos¢ za bezpieczenstwo
danych jest wspolna, a kara moze dotkng¢ zarowno
administratora, jak i procesora, co w tej sprawie
miato miejsce.

Wybory kopertowe - Poczta Polska

Najbardziej spektakularnym przyktadem jest kara dla
Poczty Polskiej w wysokosci 27 milionow zlotych
(oraz 100 tysiecy ztotych dla Ministra Cyfryzacji) za
przetwarzanie bez podstawy prawnej danych 30
milionow obywateli z bazy PESEL [4].

W 2020 roku, podczas pandemii COVID-19, rzad
planowat przeprowadzenie wyboréw prezydenckich
wylgcznie w formie korespondencyjnej. Poczta
Polska otrzymata decyzje administracyjng
zobowigzujacg jg do przygotowan. Na tej podstawie
Poczta wnioskowata o dostep do danych wszystkich
peinoletnich obywateli Polski z rejestru PESEL -
imiona, nazwiska, numery PESEL, adresy. Minister
Cyfryzacji wyrazit zgode i przekazat dane na ptycie
DVD.

Dane dotyczyty niemalze 80 procent populacji kraju.
Byly przetwarzane przez Poczte Polskg przez kilka
tygodni, az do zniszczenia w maju 2020 roku, juz po
tym, gdy wybory sie nie odbyty.

Grudzien 2025 nr12/2025 a


https://www.lexdigital.pl
https://www.linkedin.com/company/lexdigital_pl/?originalSubdomain=pl

Prezes UODO uznat, ze naruszenie ma charakter wzmozong kontrole procedur detekcji i zgtaszania

fundamentalny. Mimo ze Poczta Polska dziatata na incydentow. Oznacza to, ze i w najblizszym czasie
podstawie decyzji administracyjnej, powinna byta mozemy spodziewac sie szczegdlnej uwagi w wyzej
przeprowadzic¢ analize prawna, czy decyzja ta wskazanych obszarach polskiego organu

stanowi wystarczajgcg podstawe do przetwarzania nadzorczego.

danych. Wysokos$¢ kary uzasadniona byta zakresem

przetwarzanych danych, liczbg os6b dotknietych Zwrocitabym tez uwage na raport Organizational
naruszeniem (30 milionow) oraz mozliwoscig szkod Digital Governance Report 2025 opublikowany przez
niematerialnych, takich jak obawa i niepewnos¢ IAPP, ktory pokazuje, ze organizacje na catym swiecie
wynikajaca z niemozno$ci sprawowania kontroli nad muszg przyjgc¢ kompleksowe podejscie do

wiasnymi danymi. zarzgdzania danymi i cyberbezpieczenstwem.

Lekcja dla przedsiebiorcow

, o , , , Raport wskazuje, ze:
Nawet decyzja administracyjna nie stanowi
automatycznie podstawy prawnej do przetwarzania
danych osobowych. Konieczna jest zawsze analiza
prawna. Jesli otrzymasz polecenie przetwarzania
danych, sprawdz, czy ma ono podstawe w prawie.
Spotki Skarbu Panstwa majg szczegdlne obowigzki
w zakresie ochrony danych i powinny odznaczac sie sztuczna inteligencja jako

najwyzszg starannoscig. zrodlo zagrozen (54% respondentéw)

ryzyko dla prywatnosci i
ochrony danych (58% respondentéw)

Plan dziatania na 2026 rok: Na co

[ & e 7
potozyc nacisk: sg postrzegane jako najwazniejsze wyzwania

cyfrowe [5].

Organizacje, ktore chcg by¢ gotowe na przysztosc,
muszg integrowac ochrone danych

z zarzgdzaniem cyberbezpieczenstwem, budowac
swiadomos$¢ zagrozen na wszystkich poziomach,
inwestowaC w narzedzia wspierajgce zgodnosc¢ oraz
monitorowac zmiany regulacyjne i dostosowywac sie
do nich proaktywnie.

Prezes UODO juz w planach prac na 2025 r. wsréd
priorytetow kontrolnych wymienit sztuczng
inteligencje — nadzor nad zgodnoscig systemow Al
inteligencje — nadzor nad zgodnoscig systemow Al
z RODO i Al Act oraz naruszenia ochrony danych -

FHOMIS LISELTO BOmND Dt UGS TEHEE MeNS RIS Clromos
et T
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Procent wskazan Kategoria

Ryzyko cyfrowe

Ryzyko dla prywatnosci i ochrony danych 58% Spoteczne i sSrodowiskowe

Technologie sztucznej inteligencji jako czynnik 54% Spoteczne i Srodowiskowe
przyspieszajgcy lub zwiekszajgcy ryzyko wystgpienia

niekorzystnych skutkow

Zaleznos$¢ od dostawcow zewnetrznych (stron trzecich) 51% Technologiczne

i ryzyka z tym zwigzane

Brak wystarczajgcego budzetu i zasobow na inwestycje 48% Organizacyjne
w specjalistéw ds. nadzoru (governance), praktyki

i wnarzedzia

Cyberataki, szpiegostwo i dziatania wojenne sponsorowane 42% Geopolityczne
przez panstwa

Przestarzata infrastruktura (legacy) i narzedzia nieadekwatne 41% Technologiczne
do potrzeb

Polityczne i legislacyjne dziatania zmierzajgce do obnizenia 39% Geopolityczne
znaczenia zarzgdzania i zgodnosci z przepisami (compliance)

Niejasnosc¢ lub brak swiadomosci w zakresie mapowania 39% Technologiczne

danych i systemow

Identyfikacja i zarzgdzanie dezinformacjq oraz falszywymi 37% Spoteczne i Srodowiskowe

informacjami w sieci

Biznesowe obnizZenie priorytetu nadzoru i zgodnosci, np. na 38% Organizacyjne

rzecz innowacji, monetyzacji i konkurencyjnosci

Zrddto: IAPP, Organizational Digital Governance Report 2025 [5]

Biorgc pod uwage te trendy, przedsiebiorcy powinni

w 2026 r. polozy¢ nacisk na te kwestie: wdrozenie NIS2 w organizacji: mimo

opOznien, ustawa wdrazajgca NIS2 wejdzie

w zycie prawdopodobnie w pierwszej potowie
2026 roku [6], wiec firmy z kluczowych sektorow
powinny juz teraz ocenic, czy podlegaja nowym
wymogom i przygotowywac sie na wdrozenie
srodkow zarzagdzania ryzykiem
cyberbezpieczenstwa

przeglad i aktualizacja procedur oceny
ryzyka naruszen: niezbednym jest
wypracowanie jasnych kryteriow i przeszkolenie
zespotow odpowiedzialnych za reagowanie na
incydenty

opracowanie ram zarzgdzania sztuczng
inteligencjq: biorgc pod uwage priorytety
UODO i przepisy Al Act, organizacje powinny

budowanie kultury ochrony danych
W powigzaniu z cyberbezpieczenstwem:

dokona¢ inwentaryzacji wszystkich systemow
Al, sklasyfikowac je pod kagtem ryzyka

i udokumentowac podstawe prawng
przetwarzania danych, zwtaszcza w kontekscie
,prawnie uzasadnionego interesu”

(") LexDigital  lexdigitalpl Linkedin

fundamentem zgodnosci jest Swiadomosc, a to
oznacza regularne szkolenia dla pracownikow,
zaangazowanie kierownictwa oraz wdrozenie
prostych mechanizmoéw zglaszania incydentow
i zagrozen.
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Perspektywa na przysztosc: rola

wspotpracy i harmonizac;ji

Rok 2026 zapowiada sie jako okres konsolidacji

i poglebiania wysitkow w zakresie ochrony danych.

Komisja Europejska wystgpita z inicjatywg
zaproponowania pakietu zmian obejmujgcych

réwniez RODO, znanego jako “Digital Omnibus”.

Obszar

Zglaszanie

naruszen

Ocena skutkéow
(DPIA)

Definicja danych
osobowych

Podstawa prawna
dla Al

() LexDigital

lexdigital.pl

Przepis dotychczasowy
(RODO)

Zgtoszenie w ciggu 72 godzin
kazdego naruszenia, chyba ze jest
mato prawdopodobne, by
powodowato ryzyko naruszenia
praw lub wolnosci.

Obowigzek przeprowadzenia
DPIA dla operacji wysokiego
ryzyka; krajowe organy nadzorcze
publikujg wlasne wykazy operacji
wymagajgcych DPIA.

Szeroka definicja obejmujgca
wszelkie informacje

o zidentyfikowanej lub mozliwej
do zidentyfikowania osobie

fizycznej.

Przetwarzanie danych na
potrzeby Al wymaga znalezienia
odpowiedniej podstawy prawnej
(np. zgoda, umowa).

EUROPEAN COMMISSION

- DIGITAL OMNIBUS PACKAGE

- WORKING GROUP

LinkedIn

Zmiany w przepisach UE majg na celu uproszczenie
i harmonizacje tzw. legislacji cyfrowej (Digital
Omnibus Regulation Proposal).

Choc¢ zmiany te majg zmniejszy¢ obcigzenia
administracyjne, bedg wymagac od firm
proaktywnego przygotowania. Ponizej wymieniamy
te najbardziej kluczowe propozycje zmian w RODO:

Proponowana zmiana
(Digital Omnibus)

Zgtoszenie tylko naruszen
stwarzajgcych ,,wysokie ryzyko"
dla praw i wolnosci; wydtuzenie

terminu do 96 godzin.

Harmonizacja wymogow
dotyczgcych DPIA na poziomie
UE; EROD stworzy ogolnounijne
listy operacji i standardowe

szablony.

Doprecyzowanie, ze dane
pseudonimizowane nie sg danymi
osobowymi, jesli administrator
nie ma mozliwosci ponownej

identyfikacji osoby.

Rozwdéj i testowanie Al moze by¢
uznane za ,prawnie uzasadniony

interes" administratora, co ulatwi

przetwarzanie danych w tym celu.

Implikacje

Wymaga zmiany procedur oceny
ryzyka; mniej zgloszen, ale
bardziej rygorystyczna ocena

Uproszczenie procedur poprzez
standaryzacje; mniej niepewnosci

w interpretacji wymogow

Zmiana klasyfikacji niektorych
danych; potencjalne zmniejszenie
zakresu obowigzkow dla
niektorych operacji

Utatwianie innowacji w Al;
wymaga jednak dokumentacji
uzasadniajgcej interes i oceny
wplywu na prawa oséb

E
i
1
3
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Podsumowanie LexDigital:
kompleksowe podejscie do zmian
regulacyjnych

Nowe regulacje, cho¢ mogg wydawac sie
obcigzeniem, majg na celu stworzenie wspolnego,
bezpiecznego standardu w gospodarce cyfrowej. Dla
przedsiebiorcow proaktywne podejscie do
ochrony danych i cyberbezpieczenstwa nie jest
juz tylko obowigzkiem prawnym, ale staje sie
kluczowym elementem budowania zaufania
klientow i trwalej przewagi konkurencyjnej

w coraz bardziej cyfrowym swiecie. Organizacje,
ktore podejmg dziatania opisane w niniejszym
artykule i bedg wspolpracowac z partnerami
rozumiejgcymi ztozonos$c regulacyjnego otoczenia,
bedg lepiej przygotowane na wyzwania 2026.

W obliczu dynamicznie zmieniajgcego sie otoczenia
prawnego wokot ochrony danych osobowych,
przedsiebiorcy potrzebujg partnera, ktory rozumie
nie tylko obecne wymagania RODO, ale takze
antycypuje przyszte zmiany.

LexDigital podchodzi kompleksowo do potrzeb
swoich klientow, biorgc kierunek zmian i otoczenia
prawnego w swojg prace. Nasze podejscie opiera sie
na monitorowaniu zmian legislacyjnych (m.in.
sledzeniu prac nad wspomnianym Digital Omnibus),
analizie orzeczen UODO (wycigganiu wnioskow

z decyzji administracyjnych), integracji ochrony
danych z innymi aspektami zarzgdzania (fgczeniu
RODO z wymogami Al Act, DORA, NIS2 i1 Data Act)
oraz edukacji klientéw (pomaganiu przedsiebiorcom
zrozumiec strategiczny wymiar ochrony danych).

() LexDigital  lexdigitalpl Linkedin

Pamietajmy, ze dobre szkolenia to nie tylko zgodnos¢
z RODO - to takze budowanie kultury
bezpieczenstwa w organizacji, ktora minimalizuje
ryzyko incydentow i zapewnia wiekszg ochrone
zarowno firmie, jak i jej klientom.

() LexDigital

Napisz, w czym mozemy Ci
pomoc, a my skontaktujemy sie
z Toba w ciagu 24 godzin.

Umow bezptatng konsultacje
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