Newsletter RODO Czerwiec 2025 nr 6/2025

Jak sprawowac funkcje
|OD bez ryzyka kar?

Nowe wytyczne

WTYM WYDANIU:

10D - jak sprawowac funkcje, zeby nie narazic¢ sie na kare

administracyjng?
Jak zapewni€ niezaleznosc¢ I0D?

Praktyczne aspekty stosowania RODO i Al Act w organizacjach
wykorzystujgcych sztuczng inteligencje

Jak zarzadza¢ systemami Al w firmie

(]:) LexDigital excigital



https://www.lexdigital.pl

.

g Wtodzimierz Dola

(" Legal Counsel

0D - jak sprawowac funkcje,
zeby nie narazic sie na kare

administracyjng

W lutym 2025 r. na stronach Urzedu Ochrony danych
osobowych ukazala sie druga wersja Poradnika na
gruncie RODO Obowigzki administratorow zwigzane
z naruszeniami ochrony danych osobowych. Tres¢
Poradnika wywotata poruszenie w srodowisku
ochrony danych osobowych ze wzgledu na wyrazane
w jego treSci wskazowki dotyczgce roli Inspektorow
Ochrony Danych u administratorow. Zaznaczy¢
nalezy, ze Prezes UODO nie ma uprawnien do
dokonywania wigzgcej wyktadni przepisow prawa,

a tresci zamieszczone w Poradniku stanowig
wskazowki bedgce emanacjg uprawnien Prezesa
UODO w zakresie upowszechnia wiedzy.

Poradnik jednak daje administratorom i podmiotom
przetwarzajgcym sygnat, jak Prezes UODO podchodzi
i bedzie w przysztosci podchodzit do petienia roli
IOD w organizacji. Powyzsze podejscie ma juz tez
wymiar praktyczny, bowiem przyktadowo Prezes
UODO natozyl juz w grudniu 2024 r. na Toyota
Bank Polska S.A. kare w wysokosci okoto 260 tys.
z} za nieprawidlowe usytuowanie inspektora
ochrony danych osobowych, niezapewniajgce mu
niezaleznosci. Mysle, ze w razie kontroli UODO,
nalezy sie spodziewac, ze ocena roli IOD bedzie
sprawdzana i weryfikowana w tym kontekscie.
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Rola IOD w RODO

Motyw 97 RODO i art. 37-39 RODO okreslajg role,
pozycje u administratora, zadania i obowigzki
Inspektoréw Ochrony Danych. Jednym

z najwazniejszych elementéw statuujgcych role IOD
w Swietle powyzej cytowanych przepisow jest
gwarancja statusu niezaleznosci IOD, a w zakresie
jego odpowiedzialno$ci powinien on by¢ wolny od
konfliktu intereséw. Gwarantami powyzszego jest
przede wszystkim to, ze:

IOD ma podlegac¢ bezposrednio pod najwyzsze
kierownictwo administratora

powinien by¢ wiasciwie i niezwtocznie wlgczany
przez administratora we wszystkie sprawy
dotyczgce ochrony danych osobowych

powinien tez otrzymac od administratora
niezbedne zasoby, w tym dostep do wiedzy
fachowej, dotyczgce sprawowania jego funkcji oraz
dostep do danych osobowych i operacji
przetwarzania

nie moze tez otrzymywac instrukcji dotyczgcych
wykonywania tych zadan.
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Zadania 10D zgodnie ze
wskazowkami wynikajacymi z
poradnika UODO

Poradnik wskazuje, ze zadania IOD to przede
wszystkim:

doradzanie organizacji i personelowi w
zakresie ochrony danych osobowych

monitorowanie przestrzegania przepisow
RODO w organizacji

podnoszenie swiadomosci personelu na
temat ochrony danych osobowych

wspoOlpraca z organem nadzorczym

pelnienie funkcji punktu kontaktowego dla
organu nadzorczego i osob, ktorych dane
dotyczg

W zakresie bedgcym przedmiotem poradnika, czyli
vobstugi naruszen ochrony danych osobowych
poradnik wskazuje, ze rola IOD polega na:
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pomocy administratorowi w zapobieganiu
naruszeniom, np. poprzez promowanie

w organizacji wiedzy o ochronie danych
osobowych, organizowaniu szkolen oraz
formutowaniu zalecen dotyczgcych bezpieczenstwa
przetwarzania danych

udzielaniu wskazowek dotyczgcych odpowiedniego
reagowania na naruszenia ochrony danych
osobowych, w tym zaradzania im, zgtaszania ich
Prezesowi UODO oraz zawiadamiania osob,
ktorych dane dotyczag

doradztwie w zakresie dokumentowania naruszen
i zarzgdzania dokumentacjg

przekazywaniu dodatkowych informacji
0 naruszeniach organowi nadzorczemu i osobom,
ktorych dane dotycza.

Poradnik wymienia réwniez czynnosci, ktorych 10D
w procesie obstugi naruszen ochrony danych
osobowych nie moze wykonywac, bowiem mogg one
wptyngc na jego niezaleznosc.

Poradnik w tym zakresie wskazuje, ze I0D nie
moze:

zglaszac naruszen ochrony danych
osobowych Prezesowi UODO w imieniu
administratorow ani podpisywac i wysytac
takich zgloszen

7

zawiadamiac w imieniu administratoréw
0sOb, ktérych dane dotyczg, o naruszeniach
ochrony danych osobowych

A

dokumentowac naruszen ochrony danych
osobowych w imieniu administratorow

(w szczegolnosci jesli wigzatoby sie to

z ustalaniem celéw i sposobow
przetwarzania danych osobowych albo
okresleniem dziatan zaradczych)

I§'

;fl podejmowac zobowigzan dotyczgcych

= bezpieczenstwa przetwarzania w imieniu
administratoréw lub podmiotéow
przetwarzajgcych

|:'54 dziala¢ na podstawie pelnomocnictwa
L) w sprawach dotyczgcych ochrony danych
osobowych.
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Jestem przekonany, ze czeS¢ wymienionych zadan do
tej pory u duzej iloSci administratoréw wykonywali
de facto IOD, traktujgc je jako czes¢ swojego zakresu
obowigzkow. Wskazowki na pewno pozwolg na to, aby
administratorzy mogli rozdzieli¢ obowigzki IOD
innego personelu zajmujgcego sie kwestig obstugi
naruszen ochrony danych osobowych.

Jakich czynnosci nie powinien
wykonywac 10D, zeby zachowac
niezaleznosc i nie popadac w
konflikt interesow?

Choc¢ poradnik z jednej strony w zakresie obstugi
naruszen danych osobowych kompleksowo wyjasnit
zakres czynnosci, ktore IOD moze wykonywac oraz
tych, ktérych nie powinien, to z drugiej strony
otworzyt w Srodowisku ochrony danych osobowych
dyskusje w zakresie pozostatych obowigzkow
wynikajgcych z RODO i roli IOD.

Przedstawiam w zwigzku z tym otwarty

i przyktadowy zakres dziatan, ktorych w mojej opinii
IOD nie powinien realizowac, aby nie narazac
administratora na ryzyko natozenia przez Prezesa
UODO kary administracyjnej:

sprawowac roli u administratora, ktora powoduje,
ze moze popas¢ w konflikt intereséw

prowadziC rejestréw: czynnosci przetwarzania
i kategorii czynnosci przetwarzania

okreslac¢ celow i sposobow przetwarzania danych

przygotowywac tresci klauzul zgdd lub
obowigzkow informacyjnych

decydowac o podstawie prawnej przetwarzania
danych osobowych

opracowywacC umowy powierzenia przetwarzania
danych osobowych

opracowywac postanowien w relacjach
z podmiotami trzecimi w zakresie danych
osobowych

opracowywac srodki techniczne lub organizacyjne,
podejmowac decyzji o stosowanych srodkach

przeprowadzac ocene skutkow dla ochrony danych
osobowych

wydawac polecen podmiotowi przetwarzajgcemu.
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Jak zapewni¢ niezaleznos¢ 10D?

Praktyka u wielu administratorow, szczegolnie tych
mniejszych, jest taka, ze IOD jest w Organizacji
jedyng osobg odpowiedzialng za ochrone danych
osobowych. Z biznesowego punktu widzenia jest to
stuszne. Wyspecjalizowana osoba dba o ochrone
danych osobowych, jednoczesnie nie generuje
nadmiernych kosztow u administratora. Przy obecnej
praktyce Ustawodawca powinien w moim odczuciu
poszukac rozwigzania pozwalajgcego I0OD w mikro

i matych podmiotach (szczegolnie tych, ktore mogg

a nie muszg powotywac I10D), wykonywac wiekszg
ilos¢ obowigzkow w zakresie ochrony danych
osobowych niz teraz na to pozwalajg przepisy prawa.
W mojej opinii bedzie to z pewnoscig z korzyscig dla
ochrony i bezpieczenstwa danych osobowych w takiej
Organizacji.

W aktualnym stanie prawnym, przy obecnym
podejsciu organdéw nadzorczych oraz zasadzie
rozliczalnosci, aby IOD mogt swojg funkcje
sprawowac niezaleznie, administratorzy danych
powinni zweryfikowac, czy z jakiegos powodu 10D
nie wykonuje obowigzkéw, ktore nie powodujg, ze
jego rola w Organizacji nie jest prawidiowa.
LexDigital jako firma specjalizujgca sie

w doradztwie z tego obszaru kompleksowo
wyrecza swoich klientow zaré6wno w pelieniu
funkcji 10D, jak i wsparciu administratorow

w realizacji obowigzkow wynikajgcych z RODO.
Realizujemy powyzsze miedzy innymi poprzez
rozdzielenie obu ustug, tj. outsourcingu funkcji IOD
i wsparciu administratoréw danych w realizacji
obowigzkow wynikajgcych z RODO oraz dedykowania
osobnych zespotéw do obu obszarow.
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Praktyczne aspekty stosowania
RODO i Al Act w organizacjach
wykorzystujacych sztuczna

inteligencje

W erze cyfrowej transformacji sztuczna inteligencja
staje sie coraz bardziej integralng czescig
dziatalnosci wielu organizacji. Pozwala ona na
optymalizacje proceséw, wdrozenie innowacji
produktowych oraz lepszego zrozumienia potrzeb
klientow. Wraz z rosngcym znaczeniem Al, pojawiajg
sie istotne wyzwania prawne i etyczne, zwtaszcza

w kontekscie ochrony danych osobowych i regulacji
takich jak AI Act. Organizacje wykorzystujgce Al
muszg zatem Swiadomie podejs¢ do kwestii
zgodnosci z przepisami, aby w pelni wykorzystac
potencjat tej technologii, minimalizujgc jednoczesnie
ryzyka prawne i reputacyjne. Niniejszy artykul ma na
celu omowienie praktycznych aspektow stosowania
RODO i Al Act w organizacjach wykorzystujgcych
sztuczng inteligencje, przedstawiajgc kluczowe
obowigzki, wyzwania i strategie zarzgdzania.

Obowiazki wynikajgce z Al Act

Al Act ma na celu ustanowienie zharmonizowanych
ram prawnych dla rozwoju, wprowadzania do obrotu
i stosowania systemow Al w Unii Europejskiej. Jego
gldbwnym celem jest zapewnienie wysokiego poziomu
bezpieczenstwa i zagwarantowania praw
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podstawowych. Akt ten wprowadza podejscie oparte
na ryzyku, dzielgc systemy Al na rozne kategorie

w zaleznosci od potencjalnego zagrozenia, jakie
stwarzajq.

Systemy Al wysokiego ryzyka podlegajg
najsurowszym wymogom. Obejmujg one systemy
wykorzystywane w obszarach krytycznych, takich jak
infrastruktura krytyczna, edukacja, zatrudnienie,
dostep do ustug publicznych i prywatnych,
egzekwowanie prawa, zarzgdzanie migracjami

i granicami oraz wymiar sprawiedliwosci.

Organizacje wdrazajgce systemy Al wysokiego ryzyka
bedg musiaty spelic szereg obowigzkow. Nalezg do
nich:

Ocena zgodnosci — przed wprowadzeniem
systemu do obrotu lub oddaniem go do
uzytku, organizacje bedg musiaty
przeprowadzi¢ ocene zgodnosci

z wymogami Al Act

Dokumentacja techniczna — niezbedne
bedzie prowadzenie szczegbdltowej
dokumentacji technicznej systemu Al, ktora
umozliwi ocene jego zgodnosci z prawem
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Al Act zakazuje pewnych praktyk, ktore sg
uznawane za hiedopuszczalne ze wzgledu na ich
potencjat do naruszania praw podstawowych. Nalezg
do nich m.in. systemy wykorzystujgce techniki
podprogowe do manipulowania zachowaniem,
systemy biometrycznej identyfikacji zdalnej w czasie
rzeczywistym w przestrzeni publicznej (z pewnymi
wyjatkami), systemy oceny spotecznej oparte na
zachowaniu spotecznym czy cechach osobowosci.

Obowigzki wynikajgce z RODO

RODO ustanawia ramy prawne dotyczace ochrony
0sob fizycznych w zwigzku z przetwarzaniem ich
danych osobowych. Podmioty wykorzystujgce
narzedzia Al czesto przetwarzajg duze ilosci
danych osobowych, co sprawia, ze RODO ma
kluczowe znaczenie.

Jednym z kluczowych obowigzkéw jest posiadanie
podstawy prawnej przetwarzania danych osobowych.
Przetwarzanie danych osobowych przez systemy Al
musi opierac sie na jednej z legalnych podstaw
wymienionych w RODO, takich jak zgoda, wykonanie
umowy, obowigzek prawny, ochrona zywotnych
interesow, zadanie realizowane w interesie
publicznym lub prawnie uzasadniony interes
administratora. W kontekscie Al, uzyskanie
swiadomej i jednoznacznej zgody moze by¢
wyzwaniem, zwlaszcza gdy przetwarzanie jest
ztozone i trudne do pelnego zrozumienia przez
osobe, ktorej dane dotyczg.

Przejrzystosc i informowanie -

uzytkownicy systemow Al wysokiego ryzyka
bedg musieli by¢ informowani o tym, ze
korzystajg z takiego systemu oraz o jego
mozliwosciach i ograniczeniach.

W przypadku systemow interakcyjnych
uzytkownicy powinni by¢ informowani

o tym, ze wchodzg w interakcje

zZ systemem Al

Nadzor czlowieka — systemy Al wysokiego
ryzyka powinny by¢ zaprojektowane

w sposOb umozliwiajgcy skuteczny nadzor
cztowieka, tak aby w razie potrzeby mozna
byto interweniowac lub cofngc¢ decyzje
podjetg przez system

Dokladnosc¢ i solidnosc — systemy Al
wysokiego ryzyka muszg by¢
zaprojektowane i testowane w taki sposob, |
aby osiggaty wysoki poziom doktadnosci, =
solidnosci i cyberbezpieczenistwa. il

Wi

LIS

Rejestracja — niektore systemy Al
wysokiego ryzyka bedg musiaty zostac
zarejestrowane w publicznej bazie
danych UE.
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Przetwarzanie danych osobowych musi odbywac sie
zgodnie z zasadami okreslonymi w RODO. Wsrod
nich znajduje sie zgodnos¢ z prawem, rzetelnosc¢

i przejrzystosc, ograniczenie celu, minimalizacja
danych, prawidtowos¢, ograniczenie
przechowywania, integralnosc¢ i poufnosc.

W kontekscie Al, zapewnienie przejrzystosci
algorytmow i procesow decyzyjnych moze by¢
szczegolnie trudne, zwtaszcza w przypadku
ztozonych modeli uczenia maszynowego.

E:‘::

Kolejnym istotnym obowigzkiem jest zapewnienie
realizacji praw podmiotéw danych. Osoby, ktorych
dane sg przetwarzane majg szereg praw, w tym prawo
dostepu do danych, prawo do sprostowania, prawo do
usuniecia danych ("prawo do bycia zapomnianym"),
prawo do ograniczenia przetwarzania, prawo do
przenoszenia danych, prawo do sprzeciwu oraz prawo
do niepodlegania decyzji opartej wytgcznie na
zautomatyzowanym przetwarzaniu, w tym
profilowaniu, ktéra wywotuje wobec nich skutki
prawne lub w podobny sposéb istotnie na nie
wplywa.

Przetwarzajgc dane osobowe Administrator
zobowigzany jest do realizacji obowigzkow

z art. 131 14 RODO - realizacji obowigzku
informacyjnego. Administratorzy danych sg
zobowigzani do informowania osob, ktorych dane
dotyczg, o sposobie przetwarzania ich danych, w tym
o celach przetwarzania, kategoriach danych,
odbiorcach danych, okresie przechowywania danych
oraz o ich prawach. W przypadku wykorzystywania
Al do podejmowania decyzji, informacje te powinny
by¢ jasne i zrozumiate, wyjasniajgc logike dziatania
systemu.

(") LexDigital  lexdigitalpl Linkedin

Administrator danych jest zobowigzany do wdrozenia
odpowiednich srodkow technicznych

i organizacyjnych w celu zapewnienia
bezpieczenstwa przetwarzanych danych osobowych,
uwzgledniajgc ryzyko zwigzane z przetwarzaniem,
w tym ryzyko wynikajgce z wykorzystania Al

W procesie przetwarzania.

Istotnym obowigzkiem administratora jest
przeprowadzanie analizy ryzyka, a w razie
koniecznos$ci rowniez oceny skutkéw dla ochrony
danych (DPIA). W przypadku przetwarzania
danych osobowych z wykorzystaniem Al, ktore
moze wigzac sie z wysokim ryzykiem dla praw

i wolnosci osab fizycznych (np. profilowanie na
duzg skale, podejmowanie zautomatyzowanych
decyzji o istotnych skutkach), administratorzy sg
zobowigzani do przeprowadzenia oceny skutkow
dla ochrony danych.

Obowigzki wynikajgce ze
stosowania Al

Niezaleznie od obowigzkéw wynikajgcych
bezposrednio z przepiséw Al Act i RODO, samo
stosowanie Al w organizacjach wigze sie z licznymi
obowigzkami i wyzwaniami. Ustalenie

i przestrzeganie podstawowych zasad pozwoli
organizacjom na zagwarantowanie przetwarzania
danych i wykorzystywania systeméw Al w sposob
zgodny z przepisami i poszanowaniem interesow
podmiotow danych.
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Istotne jest ustalenie zasad odpowiedzialnosci

i rozliczalnos$ci dziatan. Okreslenie
odpowiedzialnosci za decyzje podejmowane przez
systemy Al moze by¢ zlozone. Organizacje musza
ustanowic jasne procedury dotyczgce nadzoru nad
systemami Al, monitorowania ich dziatania

i interweniowania w przypadku btedéw lub
niepozgdanych skutkéw. Wazne jest, aby moc
wyjasnic, jak system Al doszedt do okreslonej decyzji
(rozliczalnosc¢). Organizacje powinny uwzgledniac
aspekty etyczne zwigzane z wykorzystaniem Al, takie
jak unikanie uprzedzen w danych i algorytmach,
zapewnienie sprawiedliwosci i niedyskryminacji, oraz
poszanowanie prywatnosci i autonomii
uzytkownikow.

Dla efektywnego wykorzystania systemow Al
konieczne jest wprowadzenie zasad zarzgdzania
danymi. Skuteczne wykorzystanie AI wymaga
dostepu do wysokiej jakosci danych. Organizacje
muszg zapewnic¢ odpowiednie procesy gromadzenia,
przechowywania, czyszczenia i zarzgdzania danymi,
z uwzglednieniem wymogdéw RODO dotyczacych
minimalizacji danych i ograniczenia
przechowywania.

Istotnym aspektem korzystania z systemow Al jest
nadzor cztowieka nad tymi systemami. Konieczne
jest wdrazanie mechanizmoéw nadzoru cztowieka nad
systemami Al, umozliwiajgcych interwencje

i korygowanie decyzji z wykorzystaniem czynnika
ludzkiego.

Dla prawidtowego wykorzystania systemow Al
niezbedne sg odpowiednie kompetencje. Wdrozenie
i zarzgdzanie systemami Al wymaga specjalistycznej

wiedzy i umiejetnosci.

Organizacje muszg inwestowac¢ w rozwoj kompetencji
swoich pracownikoéw w zakresie Al, a takze podnosic
swiadomos¢ na temat potencjalnych ryzyk i korzysci
zwigzanych z tg technologig.

Réwnie istotnym elementem systemu zarzgdzania Al
jest monitorowanie i audyt. Systemy Al powinny
by¢ regularnie monitorowane i poddawane audytom
w celu oceny ich wydajnosci, doktadnosci,
bezpieczenstwa i zgodnosci z przepisami.Jednym

z elementéw zarzgdzania systemami Al powinno by¢
testowanie tych systemow. Przeprowadzanie
rygorystycznych testow i walidacji systemow Al
pozwoli zapewnic¢ ich doktadnos¢, solidnos¢

i bezpieczenstwo.

Dla zapewnienia rozliczalnosci realizacji obowigzkow
i przestrzegania wewnetrznych zasad niezbedne jest
prowadzenie dokumentacji, w szczegdlnosci
prowadzenie dokumentacji dotyczgcej rozwoju,
wdrozenia i uzytkowania systeméow Al, w tym ocen
zgodnosci, analiz ryzyka i opiséw technicznych.
Istotnym aspektem jest zapewnienie szkolenia

i podnoszenia Swiadomosci wsrod personelu.

Regularne szkolenie pracownikow
w zakresie RODO, Al Act, zasad
bezpiecznego korzystania z Al
oraz etycznych aspektow
stosowania Al pozwoli na
realizacje wszystkich powyzszych
obowigzkow.
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Zagrozenia wynikajgce ze
stosowania Al

Niewlasciwe stosowanie AI moze prowadzi¢ do
szeregu powaznych zagrozen, w tym:

Naruszenia prywatnosci

— nieuprawniony dostep do danych
osobowych, profilowanie bez podstawy
prawnej, brak przejrzystosci

w przetwarzaniu danych przez systemy Al.
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(]-’ Dyskryminacji i uprzedzenia

™~  —wystepowanie uprzedzen w danych
treningowych moze prowadzic¢ do
dyskryminujgcych wynikow i decyzji
podejmowanych przez systemy Al.

K_l_z Braku odpowiedzialnosci — trudnosci
w ustaleniu odpowiedzialnosci za szkody
spowodowane przez autonomiczne
systemy Al.

& < Manipulacji i dezinformacji
% — wykorzystanie Al do tworzenia fatszywych
informacji (deepfakes) i manipulowania
opinig publiczna.

|_j Zagrozenia dla bezpieczenstwa
6 — wykorzystanie Al do cyberatakow i innych

dzialan przestepczych.

@ Utraty zaufania
— niewlasciwe stosowanie Al moze

prowadzi¢ do utraty zaufania publicznego
do tej technologii.
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Jak zarzadzac systemami Al w
firmie

Skuteczne zarzgdzanie systemami
Al w organizacji wymaga
holistycznego podejscia,
obejmujgcego aspekty prawne,
etyczne, techniczne

i organizacyjne.

Istotnym elementem jest ustanowienie polityk

i procedur zwigzanych z wykorzystaniem Al. Kazda
organizacja powinna dgzy¢ do opracowania
wewnetrznych polityk i procedur dotyczgcych
rozwoju, wdrazania, audytowania, testowania

i uzytkowania systemow Al.

Wewnetrzne procedury powinny okreslac:

Zadania cigzace na organizacji — np.
ocena ryzyka, szkolenie personelu,
testowanie systemow Al

Obowigzki pracownikow — przestrzeganie
wewnetrznych zasad, zwiekszanie
kompetencji

Zasady dopuszczenia systemu Al do
uzytku - obowigzek weryfikacji narzedzia
od strony prawnej i technicznej

Zasady wykorzystania narzedzi Al -
zakres i rodzaj danych wprowadzanych do
konkretnego narzedzia.

Aby system zarzgdzania Al byl skuteczny, niezbedne
jest powierzenie odpowiedzialnosci — wyznaczenie
0sob lub zespotéw odpowiedzialnych za nadzér nad
systemami Al, zapewnienie ich zgodnosci z
przepisami i monitorowanie ich dziatania.

Podobnie jak w obszarze ochrony danych, istotne jest
regularne przeprowadzanie ocen ryzyka zwigzanego
z systemami Al oraz niezaleznych audytéw w celu

weryfikacji ich zgodnosci i skutecznosci z przepisami
prawa i wewnetrznymi regulacjami.
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Istotnym elementem nadzoru nad systemami
sztucznej inteligencji jest zarzadzanie danymi

w systemach Al. Wdrozenie procesow zarzgdzania
danymi wykorzystywanymi przez systemy Al,

z uwzglednieniem jakosci, bezpieczenstwa

i zgodnosci z RODO pozwala na respektowanie
powszechnie obowigzujgcych przepiséw oraz
zapewnienie realizacji wewnetrznych procedur.

Nadzor czlowieka nad dzialaniem
systemow Al oraz mechanizmy
interwencji pozwalajg
zagwarantowac biezgcg
weryfikacje sposobu dzialania
systemow wykorzystujgcych Al
oraz jakosc¢ i poprawnosc¢ danych
wyjsciowych.

Testowanie i monitorowanie wydajnosci oraz jakosci
systemow Al w rzeczywistych warunkach pozwala na
identyfikowanie i usuwanie potencjalnych
probleméw, btedéw i niedoskonatosci.

Jak zostato wskazane wyzej, szkolenie i edukacja
personelu w zakresie systemow Al, etyki AI, RODO

i Al Act pozwala na zwiekszenie swiadomosci wsrod
pracownikow, a co za tym idzie na minimalizacje
ryzyka wystgpienia incydentow. ROwnie wazne jest
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organizowanie wspotpracy miedzy zespotami
technicznymi, prawnymi, etycznymi i biznesowymi
w celu zapewnienia odpowiedzialnego oraz
zgodnego z przepisami stosowania i rozwoju Al
wewnatrz organizacji. Wszystkie powyzsze dziatania
powinny zmierzac¢ do budowanie zaufania klientow
i opinii publicznej do systemow Al stosowanych
przez organizacje, poprzez transparentnos¢

i odpowiedzialnosc.

Podsumowanie

Podsumowujgc, organizacje wykorzystujgce sztuczng
inteligencje stojg przed ztozonym zadaniem
zapewnienia zgodnosci z dynamicznie zmieniajgcym
sie otoczeniem prawnym, obejmujgcym RODO i Al
Act. Kluczem do zgodnosci jest proaktywne
podejscie, uwzgledniajgce aspekty prawne, etyczne

i techniczne na kazdym etapie cyklu zycia systemow
Al. Poprzez wdrozenie odpowiednich polityk,
procedur i mechanizmow nadzoru, organizacje mogg
wykorzysta¢ ogromny potencjat Al, minimalizujgc
jednoczes$nie ryzyka i budujgc zaufanie. Swiadome

i odpowiedzialne stosowanie Al jest nie tylko
obowigzkiem prawnym, ale takze strategiczng
koniecznoscig w budowaniu trwatej wartosci

i reputacji organizacji w erze cyfrowej.
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