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Dostep do danych - ja
zrealizowac zadanie?

Dostep do danych osobowych na gruncie wytycznych GR 29, podejscia organdw nadzorczych w Europie oraz na postawie
dotychczasowych postepowan organu polskiego - co powinien wiedzie¢ Administrator, aby prawidtowo zrealizowac zgdanie.

Celiznaczenie prawa dostepu do przetwarzania danych osobowych.
danych Motyw 63 RODO wskazuje, Ze:

39 kazda osoba fizyczna powinna mieé prawo
dostepu do zebranych danych jej
dotyczgcych oraz powinna mie¢ mozliwos¢
latwego wykonywania tego prawa
w rozsadnych odstepach czasu, by miec
swiadomos¢ przetwarzania i moc

Prawo dostepu do danych osobowych gwarantowane
w art. 15 RODO ma na celu zapewnienie osobom
fizycznym transparentnosci w przetwarzaniu ich
danych. Dzieki temu uprawnieniu kazda osoba moze
uzyskac potwierdzenie czy administrator przetwarza
jej dane, a jesli tak to ma prawo uzyskac¢ informacje

0 szczegotach tego przetwarzania oraz otrzymac
kopie swoich danych osobowych. Praktyczne
wskazowki dla administratoréw oraz oséb
odpowiedzialnych za proces realizacji
przystugujgcego prawa do dostepu do danych
osobowych prezentuje na swojej stronie internetowej
organ nadzorczy w Wielkiej Brytanii (ICO), we Francji
(CNIL) oraz w Niemczech (BfDI), na ktérych to
wytycznych opieratam niniejszy artykut.

zweryfikowac zgodnos$¢ przetwarzania

z prawem. Obejmuje to prawo dostepu 0sob,
ktorych dane dotyczg, do danych
dotyczgcych ich zdrowia, na przykiad do
danych w dokumentacji medycznej
zawierajgcej takie informacje, jak diagnoza,
wyniki badan, oceny dokonywane przez
lekarzy prowadzgcych, stosowane terapie czy
przeprowadzone zabiegi. Dlatego tez kazda
osoba, ktorej dane dotycza, powinna miec
prawo do wiedzy i informacji,

w szczegolnosci w zakresie celow,

w jakich dane osobowe sg przetwarzane,
w miare mozliwosci okresu, przez jaki
dane osobowe sg przetwarzane,

RODO traktuje prawo dostepu do danych jako
fundament umozliwiajgcy osobie fizycznej kontrole
nad swoimi danymi. Pozwala zrozumiec osobie,
ktorej dane dotycza, dlaczego i w jaki sposéb dane
osoby fizycznej sg wykorzystywane przez
administratora oraz sprawdzic legalnosc
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odbiorcow danych osobowych, zalozen
ewentualnego zautomatyzowanego
przetwarzania danych osobowych oraz
przynajmniej w przypadku profilowania,
konsekwencji takiego przetwarzania.

W miare mozliwosci administrator powinien
mie¢ mozliwos¢ udzielania zdalnego dostepu
do bezpiecznego systemu, ktory zapewni
osobie, ktorej dane dotyczg, bezposredni
dostep do jej danych osobowych. Prawo to
nie powinno negatywnie wptywac na prawa
lub wolnosci innych oséb, w tym tajemnice
handlowe lub wlasnos¢ intelektualng,

w szczegolnosci na prawa autorskie
chronigce oprogramowanie. Wzgledy te nie
powinny jednak skutkowa¢ odmowa
udzielenia osobie, ktorej dane dotycza,
jakichkolwiek informacji. Jezeli
administrator przetwarza duze ilosci
informacji o osobie, ktorej dane dotycza,
powinien on mieC mozliwos¢ zazgdania,
przed podaniem informacji, by osoba, ktorej
dane dotyczg, sprecyzowata informacje lub
czynnosci przetwarzania, ktorych dotyczy jej
zgdanie.

Nalezy podkresli¢, ze realizacja prawa dostepu do
danych osobowych ma by¢ utatwiona i mozliwa

w dowolnym momencie, aby osoba fizyczna mogta
bezposrednio zweryfikowac zakres danych
osobowych i poprawnosc ich przetwarzania.

Co istotne, prawo dostepu do
danych osobowych czesto
stanowi poczgtkowy etap do
skorzystania z dalszych
uprawnien i praw na gruncie
RODO, w tym prawa do
usuniecia, sprostowania
danych osobowych
dotyczgcych osoby fizycznej.
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Forma wniosku o dostep do
danych - czy mozna ograniczac
forme otrzymania?

Wniosek o udostepnienie informacji, dostepu do
danych osobowych zwany rowniez zgdaniem moze
zostac zlozony do administratora w dowolnej
formie. Przepisy RODO nie wprowadzaja wymogu
specjalnej formy konstruowania czy tez
dostarczania tresci wniosku. Najwazniejsze jest,
aby z tresci otrzymanego wniosku wynikalo, ze
osoba fizyczna domaga sie dostepu do swoich
danych osobowych lub informacji jej dotyczacych
0 czym wspomina organ nadzorczy Wielkiej Brytanii
— ICO w opublikowanych wskazowkach. Moze to by¢
zatem prosba wyrazona pisemnie lub ustnie,
skierowana poczta tradycyjng (np. listownie), za
pomocg Srodkow komunikacji elektronicznej (e-mail,
formularz na stronie internetowej, a nawet
wiadomos¢ w mediach spotecznosciowych) czy
osobiscie w siedzibie administratora. Osoba nie ma
obowigzku powotywac sie na konkretny przepis ani
uzywac formalnych sformutowan w brzmieniu
przepiséw prawa. Kazda komunikacja, ktora
wskazuje, ze osoba fizyczna, chce uzyskac¢ dostep do
swoich danych lub informacji jej dotyczacych,
powinna zostac¢ zakwalifikowana jako wniosek

w rozumieniu art. 15 RODO.

Maj 2025 nr4/2025 a


https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/subject-access-requests/a-guide-to-subject-access/
https://www.lexdigital.pl
https://www.linkedin.com/company/lexdigital_pl/?originalSubdomain=pl

Administrator danych nie powinien ograniczac
formy wnioskow poprzez wymagania wypetnienia
wilasnego formularza czy zlozenia pisma w okreslony
sposob i okreslonym kanatem komunikacji. Cho¢
dopuszczalne jest stosowania utatwien poprzez
udostepnienie formularzy, portali dla osob, ktorych
dane dotyczg, to osoba fizyczna zachowuje prawo
zlozenia zgdania w dowolnej formie w dogodny
dla niej sposob, a administrator ma obowigzek je
przyjac i rozpoznac na gruncie RODO. Odmowa
realizacji dostepu do danych osobowych wylgcznie
ze wzgledu na to, ze wniosek nie wptynat okreslong
drogg przewidziang przez administratora czy tez
kanatem komunikacji udostepnionego w klauzuli
informacyjnej, bylaby niezgodna z zasadg rzetelnosci
i przejrzystosci przetwarzania danych. Urzad
Ochrony Danych Osobowych w uzasadnieniu o sygn.
akt ZSPR.440.1055.2019 podkresla powyzszg teze:

3 Sytuacja, w ktérej Skarzacy nie moze
zrealizowac swojego prawa, pomimo
prawidtowo ztozonego zgdania, jest
wynikiem uchybienia Spo6iki. Co wiecej,
skierowanie wynikajgcego z rozporzgdzenia
2016/679 zgdania na kazdy nalezacy do
Spotki adres e-mail jest dla niej wigzgce.
Adresatem do wykonywania praw osob,
ktorych dane dotyczg, jest administrator jako
taki — jesli administrator otrzyma zgdanie,
musi zostac przetworzone, nawet jesli
wewnetrznie ustalono zroznicowany podziat
zadan w Spotce.
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Z doswiadczenia wynika, ze w praktyce wielu
administratorow przyjmuje wnioski realizacji
przystugujgcego prawa wszystkimi kanatami
komunikacji — np. mailem, pocztg tradycyjna,

a nawet telefonicznie, dokumentujgc ustne zgdania
na potrzeby ewidencji. Prawidtowos¢ realizacji zgdan
0soOb fizycznych i terminowos$ci udzielania
odpowiedzi uzaleznione jest od wiedzy pracownikow
i szybkiej reakcji, w tym przekazania wniosku do
odpowiedniej jednostki organizacyjnej,
zarejestrowania wniosku w systemie informatycznym
czy tez przekazania jego tresci do inspektora ochrony
danych. Dlatego tez administrator nie moze
zapominac o szkoleniach dla pracownikéw rowniez

w tym zakresie.

Warto wspomniec, ze wniosek o dostep do danych
osobowych moze zostac ztozony rowniez przez
upowaznionego przedstawiciela osoby, ktorej dane
dotyczg (np. prawnika, cztonka rodziny, opiekuna
prawnego). W takim przypadku administrator
powinien otrzymac¢ dowod umocowania
przedstawiciela do dziatania w postaci osoby w
postacie pelnomocnictwa lub tez postanowienia sgdu
0 sprawowaniu opieki nad osobg fizyczng w
przypadku np. ubezwtasnowolnienia. Administrator
dopiero po weryfikacji otrzymanego umocowania
przystepuje sie do realizacji zagdania dostepu do
danych osobowych, aby zagwarantowac, ze dostep do
informacji otrzymuje osoba uprawniona.

Weryfikacja tozsamosci
whnioskodawcy

Przed udostepnieniem danych osobowych
administrator musi upewnic sie, ze osobg
wnioskujgcg o dostep do danych osobowych jest
osoba, ktorej dane dotyczg. W tym celu zobowigzany
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jest do potwierdzenia tozsamosci osoby sktadajgcej W praktyce sposob weryfikacji tozsamosci osoby,

wniosek. W ten sposob administrator zapobiegnie ktorej dane dotyczg zalezy od pewnych
udostepnieniu danych osobowych nieuprawnione;j okolicznosci:

osobie — w przeciwnym razie dosztoby do naruszenia

poufnosci danych osobowych. Jezeli wniosek wptyngt kanatem komunikac;ji,

ktory juz zawiera swego rodzaju identyfikacje
np. z adresu e-mail przypisanego do konta
naszego klienta, poprzez zalogowanie do profilu
uzytkownika, zazwyczaj dodatkowa weryfikacja
nie jest potrzebna. Moze okazac sie, ze z tresci
otrzymanego wniosku wynika uzasadniona
obawa, ze to nie jest osoba, ktorej dane dotyczg
lub zestaw zgdanych informacji jest szeroki -
aby zmniejszy¢ ryzyko ewentualnych skutkow
naruszenia poufnosci administrator moze
poprosi¢ o dodatkowe informacje lub dokona¢
potwierdzenia tozsamosci przez rozmowe
telefoniczng.

Jesli jednak zgdanie przyszto z nieznanego
adresu lub formy np. e-mail, ktérego
administrator nie ma w swojej bazie, lub ustnie
przez infolinie, administrator moze poprosic

o podanie danych w celu weryfikacji tozsamosci
osoby, ktorej dane dotyczg. Potwierdzenie

RODO zgodnie z art. 12 ust. 6 pozwala tozsamosci nastepuje poprzez pozyskanie
administratorowi zazgdac¢ dodatkowych informacji zgodnych danych osobowych np. danych

w celu potwierdzenia tozsamosci, jesli powezmie kontaktowych, numeru klienta, ostatniej
uzasadnione watpliwosci co do tozsamosci transakcji itp. W przypadku otrzymania wniosku
wnioskodawcy. Zgodnie z Wytycznymi EROD w siedzibie administratora potwierdzenie
01/2022, zadanie takich dodatkowych danych tozsamosci moze zosta¢ potwierdzone poprzez
powinno by¢ proporcjonalne, wiec administrator nie okazanie dokumentu tozsamosci lub innego
powinien gromadzi¢ nadmiernych informacji, aby nie dokumentu potwierdzajgcego tozsamosc osoby.
zbierac wiecej danych osobowych niz to konieczne Wazne, by zakres zgdanych informacji byt

do ustalenia tozsamosci osoby fizycznej. uzasadniony.

= dalthiiihia.
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Dobrg praktyka obserwowang u niektorych
administratorow jest wdrozenie procedury
uwierzytelniania, np. klient dzwonigc na infolinie
przechodzi weryfikacje poprzez podanie hasta
generowanego w aplikacji dla dokonywanej
czynnosci albo loguje sie na konto w aplikacji
potwierdzajgc swoje dziatanie u administratora.
Nalezy pamietac, aby nie tworzyc zbednych barier —
w tym nakazywac potwierdzenia tozsamosci w
okreSlony sposob, ktory jest utrudnieniem dla osoby
fizycznej np. kiedy osobe starszg, wymagajgcg opieki
sktaniamy do potwierdzania tozsamosci w aplikacji
mobilnej. Celem potwierdzenie tozsamosci jest
zabezpieczenie danych, ale bez nadmiernego
utrudniania realizacji przystugujgcego osobie prawa.

Oczywiscie do czasu potwierdzenia tozsamosci
termin udzielenia odpowiedzi nie rozpoczyna
biegu — miesigc na realizacje zgdania liczy sie od
momentu potwierdzenia tozsamosci oraz
ewentualnego dostarczenia brakujgcych informacji.
Administrator powinien wiec niezwlocznie reagowac
na wnioski, a jesli ma watpliwosci co do tozsamosci
osoby wnioskujgcej o dostep do danych osobowych,
natychmiast wystgpic o przekazanie danych
niezbednych do identyfikacji lub doprecyzowanie
wniosku, aby nie traci¢ cennego czasu na realizacje
zgdania. Powyzsze dziatania administrator powinien
przewidzie¢ we wdrazanych zasadach realizacji
przystugujgcych praw w swojej organizacji, tak aby
zapobiec przechowywaniu wnioskow przez
pracownikow i wymoéc podejmowania dziatan

w okreslonym czasie.
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Zakres prawa dostepu - jakie
informacje i dane nalezy
przekazac?

Prawo dostepu obejmuje dwa gtowne elementy
okreslone w art. 15 RODO:

Informacje o przetwarzaniu
danych osobowych

Osoba fizyczna ma prawo uzyskac¢ od administratora
szereg informacji dotyczgcych jej danych osobowych
i operacji dokonywanych na danych osobowych.
Nalezg do nich m.in.: cel(e) przetwarzania, kategorie
odnosnych danych osobowych, informacje

o odbiorcach lub kategoriach odbiorcow, ktorym dane
zostaty lub zostang ujawnione, planowany okres
przechowywania danych (lub kryteria jego ustalania),
informacje o prawie do sprostowania, usuniecia,
ograniczenia przetwarzania i sprzeciwu, prawo
wniesienia skargi do organu nadzorczego, zrodto
danych (jesli nie zostaty zebrane od osoby) oraz
informacje o zautomatyzowanym podejmowaniu
decyzji, w tym profilowaniu jezeli miato miejsce.
Administrator musi przedstawic pelny obraz tego
jakie dane, w jakim celu i w jaki sposob przetwarza
na temat danej osoby fizycznej, komu je przekazuje
lub bedzie przekazywac jak dtugo bedzie
przechowywat dane osobowe oraz jakie prawa
przystugujg osobie w zwigzku z tym przetwarzaniem.

Grupa robocza 29 w wytycznych 01/2022 dotyczacych
praw 0sob, ktorych dane dotyczg — Prawo dostepu z
dnia 28 marca 2023 r. wskazuje zakres danych
osobowych podlegajgcych przekazaniu. Poza
podstawowymi danymi osobowymi, takimi jak imie i
nazwisko, adres, numer telefonu itp., definicja ta moze
obejmowac szeroki zakres danych, takich jak informacje
medyczne, historia zakupow, wskazniki zdolnosci
kredytowej, dzienniki aktywnosci, operacje
wyszukiwania itp. Dane osobowe, ktore zostaty poddane
pseudonimizacji, sq nadal danymi osobowymi w
przeciwieristwie do danych zanonimizowanych. Prawo
dostepu dotyczy danych osobowych osoby wystepujqcej
z zqdaniem. Nie nalezy go interpretowac zbyt
zawezajqco — moze ono obejmowac dane, ktore mogq
dotyczyc rowniez innych 0sob, na przyktad historie
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komunikacji obejmujgcq wiadomosci przychodzqce i
wychodzqce.

Kopia danych osobowych

2 : :
podlegajacych przetwarzaniu

Na zgdanie osoba, ktorej dane dotyczg powinna
otrzymac faktyczng kopie swoich danych
przetwarzanych przez administratora. Chodzi przy
tym o dane osobowe dotyczgce danej osoby, a nie
tylko opisowe informacje o niej. Przykladowo, jesli
pracownik zwraca sie o kopie swoich danych, ktore
znajdujg sie w jego aktach pracowniczych, sam spis
dokumentow znajdujacych sie w aktach osobowych
pracownika nie speilni obowigzku dostepu do danych
osobowych. W decyzji polskiego organu nadzorczego
0 syg. akt ZS577S5.440.842.2018 Urzad Ochrony

Danych Osobowych podkreslit, ze udostepnienie listy

dokumentow zawierajgcych dane osobowe
pracownika jest niewystarczajgce podkreslajg jednak,
ze udostepnienie kopii danych zawartych w
dokumentacji pracowniczej, zgodnie z art. 15 ust. 3
RODO, nie jest rownoznaczne z obowigzkiem
udostepnienia danych w formie wtasciwej dla
udostepnienia dokumentacji pracowniczej. Pracodawca
bedqcy administratorem, nie ma rowniez obowiqzku
udostepniania osobie zainteresowanej nosnika, na
ktorym przetwarzane sq dane osobowe oraz danych,
ktore nie stanowiq danych osobowych w rozumieniu art.
4 pkt 1 RODO i nie dotyczq wnioskujqcego. Realizujgc
obowiqgzek wynikajqcy z art. 15 ust. 3 RODO,
administrator moze poprzestac na wskazaniu tresci
danych dotyczqcych osoby, z wytqczeniem pozostatych
informacji zawartych na nosnik. Podobne stanowisko
jest wskazane w decyzji o sygn. akt
7.57.7.5.440.842.2018 , w ktorej Urzad Ochrony
Danych podkreslit, ze wykonanie obowiqzku
okreslonego w art. 15 ust. 3 RODO moze byc¢ zatem
realizowane zarowno poprzez sporzqdzenie kopii lub
odpisu dokumentu (nosnika) zawierajqgcego dane
osobowe oraz inne dane, jak i poprzez podanie
uprawnionemu tresci jego danych osobowych, z
pominieciem informacji znajdujqcych sie w nosniku,
ktore nie sq danymi osobowymi w rozumieniu art. 4 pkt
1 RODO. W przypadku udostepniania kopii danych
osobowych przetwarzanych w dokumentacji
pracowniczej podstawowe znaczenie ma tres¢ danych.
RODO nie postuguje sie pojeciem udostepniania kopii
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dokumentow zawierajgcych dane osobowe, jest w nim
natomiast uzywane pojecie kopii danych.

Podobnie, gdy klient zgda dostepu do tresci rozmowy
telefonicznej nagranej na infolinii, administrator
powinien przekazac tresc tej rozmowy np. w formie
nagrania lub transkrypcji, poniewaz zawiera ona jego
dane osobowe w postaci gtosu lub wypowiedzi. W
tych zakresie Urzad Ochrony Danych Osobowych
wydal postanowienie o syg. akt DS.523.4826.2020

wskazujgc na obowigzek przekazania tresci rozmowy
z uwzglednieniem gtosu osoby.

RODO precyzuje, ze pierwsza kopia danych
osobowych jest wolna od optat, natomiast za kolejne
kopie administrator moze pobrac rozsgdng optate
odpowiadajgcg kosztom administracyjnym.
Podkresleniu zastuguje fakt, ze pojecie kopii danych
osobowych nie jest tozsame z kopig dokumentu, w
ktorym znajdujg sie dane osobowe osoby fizyczne;j.
Celem tego prawa jest udostepnienie danych
osobowych, dotyczgcych osoby fizycznej, ale
niekoniecznie calych dokumentow. W praktyce dla
administratora oznacza to, ze moze zrealizowac
obowigzek przekazania kopii na dwa sposoby,
wybierajgc dogodniejszy dla siebie. Realizacja
przystugujgcego prawa moze nastgpi¢ wowczas
poprzez sporzadzenie fizycznej kopii/wyciggu
dokumentu zawierajgcego dane osobowe albo
poprzez zestawienie i przekazanie samej tresci,
wykazu danych osobowych dotyczgcych osoby.
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Co wazne, niedawne orzecznictwo doprecyzowato
rozumienie kopii danych. Trybunat Sprawiedliwosci
UE w wyroku z 4 maja 2023 r. w sprawie o syg.
C-487/21 uznal, ze wierna i zrozumiata kopia
wszystkich danych osobowych osoby moze wymagac
przekazania takze fragmentow dokumentow,
calych dokumentow albo wyciggow z baz danych
zawierajacych te dane - jesli jest to niezbedne, by
osoba mogta skutecznie skorzystac ze swoich praw,
przy czym wymaga podkreslenia, ze nalezy w tym
wzgledzie uwzgledni¢ prawa i wolnosci innych oséb.
Powyzsze nalezy rozumiec¢ w taki sposob, ze jezeli
wyjecie danych z kontekstu pozbawitoby je sensu lub
utrudnito zrozumienie sposobu przetwarzania,
administrator moze by¢ zobowigzany udostepnic
szerszy wycinek dokumentacji, wtgczajgc kontekst,
ale w takim zakresie, ktéry umozliwi realizacje prawa
dostepu bez nadmiernego ujawniania informacji
niebedgcych danymi osoby. TSUE zastrzegt
jednoczesnie, ze pojecie ,,informacji” uzyte w art. 15
ust.3 RODO odnosi sie wytgcznie do danych
osobowych osoby fizycznej, zadajgcej dostepu do
swoich danych osobowych i nie oznacza obowigzku
ujawniania wszelkich informacji ogolnie, ktore
znajdujg sie w dokumentach zgromadzanych przez
administratora.

Podsumowujgc, zakres prawa dostepu zalezy od tego,
0 co wnioskuje osoba, ktorej dane dotyczg. Moze ona
zazgdac zarowno pelnego pakietu informacji

0 przetwarzaniu jej danych osobowych oraz
przekazania jej kopii danych, jak i tylko wybranych

elementow (np. samej kopii danych, albo samych
informacji bez zatgczania zakresu danych).
Administrator w ramach wdrozonych zasad powinien
wiec zwroci¢ uwaznie na prawidtowe odczytywanie
tresci wniosku. Jesli jego tresc nie jest precyzyjna,
dobrg praktyka jest skontaktowanie sie z osobg,
ktorej wniosek dotyczy, w celu doprecyzowania
oczekiwan (np. czy chodzi o wszystkie dane, czy

o konkretny typ danych, okres lub dokument),
szczegoOlnie gdy administrator przetwarza ogromne
ilosci danych o osobie. Przywolywany wczesniej
motyw 63 RODO wprost przewiduje, ze przy zgdaniu
zbyt ogolnym lub obejmujgcym duzg ilos¢ danych
administrator moze poprosi¢ o wskazanie, ktorych
danych lub ktorych czynnosci przetwarzania dotyczy
zgdanie, zanim udzieli odpowiedzi, co stuzy
usprawnieniu procesu. Organ nadzorczy Wielkiej
Brytanii — ICO na swojej stronie internetowej
wskazat przyktad obliczania terminu udzielania
odpowiedzi w przypadek koniecznosci
doprecyzowania wniosku.

Pamietajmy jednak, ze takie dopytanie w sprawie
otrzymanego zgdania, nie wstrzymuje biegu terminu
udzielenia odpowiedzi, jezeli osoba nie udzieli
administratorowi doprecyzowania. Wowczas
administrator udziela odpowiedzi w zakresie w jakim
W jego ocenie z kontekstu otrzymanego wniosku
moze wynikac zgdanie oraz wskazuje, ze
administrator pozostaje do dyspozycji

w zakresie uzupetnienia wniosku po otrzymaniu
sprecyzowania lub udziela pelnej informacji.
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Realizacja prawa dostepu -
udzielenie odpowiedzi
| przekazanie kopii danych

Administrator ma obowigzek udzieli¢ odpowiedzi na
wniosek bez zbednej zwloki, jednak nie poZniej niz
w ciggu miesigca od otrzymania zgdania (lub od
potwierdzenia tozsamosci, jezeli byto to konieczne).
Termin jednego miesigca liczymy od daty wptyniecia
wniosku — np. jesli wniosek wptynat 10 kwietnia,
odpowiedzZ powinna zostac udzielona do 10 maja.
RODO dopuszcza jednokrotne przedtuzenie tego
terminu o kolejne dwa miesigce (czyli tgcznie
maksymalnie do 3 miesiecy od otrzymania wniosku),
wylgcznie w przypadku, gdy zgdanie jest
skomplikowane lub administrator otrzymat wiele
zadan od danej osoby. Przedtuzenie terminu musi
zostac zasygnalizowane w ciggu pierwszego
miesigca. Wowczas administrator powinien
poinformowac osobe przed uptywem pierwotnego
terminu, ze udzielenie odpowiedzi w wyznaczonym
terminie 30 dni jest niemozliwe podajgc przyczyne
opoznienia. Brak udzielenia takiej informacji osobie,
ktorej dane dotyczg powoduje, zZe termin na
udzielenie odpowiedzi nie zostaje przedtuzony
zgodnie z wymaganiami RODO. Dlatego tez, dla
wlasnej ochrony, administrator powinien
dokumentowac daty wplywu wnioskow i

udzielenia odpowiedzi (np. ewidencja wnioskow),

aby moc wykazac¢ dochowanie terminow i
prowadzic¢ kontrole realizacji przystugujacych
praw osobom fizycznym.
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Zasadniczo odpowiedZ powinna zostac udzielona tg
samg drogg, ktorg wptyneto zadanie, o ile osoba nie
zaznaczyla wyraznie preferowanej formy odpowiedzi.
Przyktadowo, jesli wniosek o kopie danych wptynat
e-mailem i wnioskodawca nie zazgdat np. wydruku
pocztg, to administrator powinien dostarczy¢ kopie
danych elektronicznie, odpowiadajgc na tegoz
e-maila. Wazne, aby format przekazywanych danych
byt powszechnie czytelny, niewymagajgcy
specjalistycznego oprogramowania. Dopuszczalne sg
np. pliki PDF, DOC, CSV, itp., ktére osoba moze
otworzy¢ na standardowym komputerze czy
smartfonie. Jesli osoba poprosi o inny format, nalezy
w miare mozliwosci uwzglednic takg prosbe

i przekazac¢ dane na papierze, jezeli ktos nie chce
formy elektronicznej. Catos¢ informacji najlepiej
przekaza¢ w sposOb zorganizowany i zrozumiaty.
Czesto odpowiedZ ma postac¢ pisma przewodniego
zawierajgcego wymagane informacje wymienione

w art. 15 ust.1 RODO oraz zatgcznikow z kopiami
danych osobowych np. dokumentéw, zrzutow z baz
danych, raportow z systemow.

Przy przygotowywaniu odpowiedzi administrator
musi mieC na uwadze, ze prawo dostepu nie moze
negatywnie wptyngc¢ na prawa i wolnosci innych osob
zgodnie z art. 15 ust.4 RODO. W praktyce oznacza to
koniecznos$¢ wytgczenia lub zanonimizowania

w przekazywanych materiatach takich danych, ktére
dotyczg o0sob trzecich. Nie jest to jednak absolutna
podstawa do odmowy, jesli w dokumentach objetych
zgdaniem znajdujg sie dane innych oséb,
administrator powinien usungc lub zablokowac te
fragmenty, zamiast odmawiac¢ spetnienia wniosku

w catosci. Przyktadowo, udostepniajgc e-mail

z korespondencji z klientem, w ktorym widnieje
nazwisko innego klienta, nalezy to nazwisko
zaciemnic¢ (zanonimizowac). Jesli zas osoba zgda
nagrania rozmowy telefonicznej, a na nagraniu
stychac réwniez gltos pracownika lub innej osoby —
administrator powinien poszukac technicznego
rozwigzania, np. wycig¢ lub zmodyfikowac¢
fragmenty audio tak, aby glos osoby trzeciej nie
ujawnial jej tozsamosci. UODO wskazuje, ze
obecnos¢ danych innych oséb nie moze by¢
pretekstem do odmowy udzielenia dostepu do
danych osobowych, nalezy wiec podjgc rozsgdne
srodki minimalizujgce kolizje intereséw. W skrajnych
przypadkach, gdy udzielenie dostepu w jakiejkolwiek
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formie naruszatoby prawa innych np. ujawnitoby
tajemnice przedsiebiorstwa lub czyjes prywatne
dane, administrator powinien moc wykazac, ze
dokonal wywazenia interesow i tylko

w niezbednym zakresie ograniczyt odpowiedz. Takie
stanowisko zaprezentowat Trybunat Sprawiedliwosci
UE w Wyroku z dnia 22 czerwca 2023 r. w sprawie
pojecia ,,odbiorcow”.

Odpowiedz powinna by¢ sformutowana jasno

i zrozumiale dla odbiorcy. Nalezy unikac
nadmiernie prawniczych czy technicznych
okreslen, gdyz celem jest, by osoba rzeczywiscie
dowiedziala sie, co dzieje sie z jej danymi
osobowymi. Dobrg praktykg jest przedstawienie

informacji w uporzgdkowanej formie, np. w punktach

odpowiadajacych poszczegolnym kategoriom z art.
15 ust.1 (cele, kategorie danych, odbiorcy itd.), oraz
zatgczenie kopii danych z odpowiednim opisem. Jesli

danych jest duzo, mozna pogrupowac je tematycznie.

Wazne, aby osoba otrzymata kompletng realizacje
swojego prawa — sama informacja , tak, posiadamy
Pani dane osobowe” bez przedstawienia szczegdltow
i udostepnienia ich tresci bytaby razaco
niewystarczajgca. RoOwniez samo odestanie osoby do
juz posiadanych przez nig informacji (np. ,,mamy
tylko to, co nam Pani sama podata”) nie speinia
wymogow prawa dostepu. Administrator musi
aktywnie dostarczy¢ wszystkie wymagane informacje
i dane osobowe, ktore sg przez niego przetwarzane
w okreslonym celu.

Brak realizacji prawa dostepu
w przewidzianym terminie lub
zakresie stanowi naruszenie
przepisow RODO, ktore moze
miec¢ powazne nastepstwa dla

administratora.
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Osoba, ktorej odmowiono dostepu badz ktora nie
otrzymata odpowiedzi w terminie lub otrzymata
odpowiedz nie w pelnym zakresie, ma prawo wnies¢
skarge do organu nadzorczego. W wyniku
postepowania skargowego Urzgd Ochrony Danych
Osobowych moze wyda¢ decyzje administracyjng
nakazujgcg udostepnienie danych lub podjecie
innych dziatan w celu realizacji prawa dostepu.
Przykladowo, w opisywanej sprawie pracowniczej
Prezes UODO nakazat pracodawcy dostarczenie
bylemu pracownikowi kopii danych z akt osobowych
a w innej — zobowigzat administratora do
przekazania nagrania rozmowy klientce, ktora sie
0 to upomniata w zakresie jej glosu.

Nierespektowanie prawa dostepu moze rowniez
skutkowa¢ sankcjami administracyjnymi. Organ
nadzorczy, oprocz nakazania udostepnienia danych,
moze zastosowac srodki egzekucyjne przewidziane
w RODO, np. upomnienie dla administratora lub
administracyjng kare pieniezng. W praktyce Urzad
Ochrony Danych Osobowych najpierw nakazuje
wykonanie obowigzku, a gdy administrator uparcie
go nie realizuje, moze natozy¢ kare. Przykladowo,

w 2019 r. Urzad Ochrony Danych Osobowych w
decyzji o syg. akt ZSPR.440.1055.2019 udzielit
upomnienia pewnej spotce za kompletny brak reakcji
na zgdanie osoby. Wniosek dotyczyt wprawdzie
usuniecia danych, ale nalezy go postrzegac jako brak
podjecia dziatan. Upomnienie jest oficjalnym
stwierdzeniem naruszenia i wezwaniem do zmiany
postepowania. Gdyby jednak administrator nadal nie
realizowat obowigzku, organ moze siegngc po kare
finansowg za nieprzestrzeganie przepisow.
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Zgodnie z art. 83 ust.5 RODO
naruszenie praw osob, w tym
prawa dostepu, podlega pod
najwyzszy wymiar kar, ktory
siega nawet do 20 mln euro
lub 4% rocznego swiatowego
obrotu przedsiebiorstwa

(w zaleznosci od tego, ktora
kwota jest wyzsza). Wysokos¢
kary jest ustalana

z uwzglednieniem
okolicznosci — np. uporczywe
ignorowanie wielu wnioskow
moze skutkowac dotkliwg
sankcja.

Warto zauwazyc, ze poza sankcjami
administracyjnymi, osoba moze réwniez dochodzic¢
swoich praw na drodze cywilnej. Jezeli odmowa
dostepu spowodowata u niej szkode (majgtkowg lub
niemajgtkowa), ma prawo zgdac¢ od administratora
odszkodowania, zadoscuczynienia na podstawie
art. 82 RODO. Taka odpowiedzialnos¢ cywilna
motywuje administratorow do rzetelnego
wywigzywania sie z obowigzkéw wobec podmiotow
danych.

() LexDigital  lexdigitalpl Linkedin

Polski organ nadzorczy — Prezes UODO -
konsekwentnie stoi na strazy realizacji prawa
dostepu i w swoich decyzjach wyjasnia obowigzki
administratorow. Z dotychczasowych rozstrzygniec
mozna wyprowadzi¢ nastepujgce wnioski praktyczne:

Kopia danych to nie zawsze kopia
dokumentu

UODO akcentuje, ze liczy sie przekazanie osobie jej
danych osobowych w zrozumiatej formie,

a niekoniecznie doktadna kopia oryginalnych
dokumentow. Jezeli wiec w odpowiedzi administrator
zdecyduje sie nie udostepnia¢ catych dokumentow,
powinien zadbac, by w innej formie przedstawic catg
tres¢ danych dotyczgcych osoby. W decyzji
/5775.440.842.2018 Prezes UODO stwierdzit wprost:
"RODQO nie postuguje sie pojeciem udostepniania Kopii
dokumentow zawierajgcych dane osobowe, jest w nim
natomiast uzywane pojecie kopii danych. Oznacza to,
ze np. zamiast udostepniac oryginat teczki akt
osobowych, administrator moze wyciggnac z niej
wszystkie dane pracownika i przekazac je

w odrebnym zestawieniu — to rowniez bedzie
realizacja prawa dostepu, o ile dane te sg kompletne
i wiernie oddane. Obecnie po wyroku TSUE C-487/21
wiadomo, ze czasem trzeba jednak udostepnic
dokument w catosci lub w czesci, jesli bez kontekstu
dane osobowe bylyby nieczytelne.

Ochrona danych innych osob

Urzgd Ochrony Danych Osobowych w decyzjach
podkresla, ze art. 15 ust.4 RODO nakazuje
uwzglednia¢ prawa i wolnos$ci innych oséb, lecz nie
zwalnia to z obowigzku realizacji prawa dostepu.
Administrator powinien znaleZ¢ sposob, aby
pogodzic interesy — np. poprzez anonimizacje danych
0sob trzecich. W decyzji DS.523.4826.2020
(dotyczacej nagrania z infolinii) Urzad Ochrony
Danych Osobowych zaznaczyl, ze nie mozna
odmowic klientowi wydania nagrania jego rozmowy
tylko dlatego, ze stychac na nim takze konsultanta.
Zamiast tego wskazat rozwigzanie: uzycie narzedzia
do edycji audio i usuniecie lub zmiana gtosu
pracownika. To klarowny sygnat dla administratorow:
nalezy wykazac sie inicjatywa, by speinic zgdanie
osoby, jednoczesnie minimalizujgc ujawnianie
cudzych danych.
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Podejscie do terminu i komunikacji

Polski organ nadzorczy oczekuje, ze administratorzy
bedg dotrzymywac ustawowych terminow lub w razie
potrzeby wlasciwie je przedtuzac, informujgc osobe
o powodach. Brak odpowiedzi w terminie jest
traktowany jako naruszenie obowigzkow
informacyjnych i skutkuje interwencjg organu.
Przyktadowo, w sprawie ZSPR.440.1055.2019 spotka
catkowicie zignorowata zgdanie osoby. Urzgd uznat
to za naruszenie zasady rzetelnosci i udzielit
upomnienia, wymuszajgc ustanowienie procedur
obstugi takich wnioskow.

Interpretacja prawa dostepu w
kontekscie pracowniczym

Kilka decyzji Urzedu Ochrony Danych Osobowych
dotyczyto dostepu pracownika lub bytego pracownika
do danych kadrowych. W postepowaniu o syg, akt
/2S5775.440.660.2018 w zakresie skargi pracownika na
brak pelnej realizacji prawa dostepu zostata jednak
przez organ oddalona. Pracodawca udzielil bowiem
odpowiedzi, przekazujgc pracownikowi zestaw
informacji i kopii danych. Urzgd uznat, ze cho¢
pracownik oczekiwat wiecej informacji w tym
wskazania konkretnych oséb przetwarzajgcych jego
dane osobowe, to administrator speinit wymogi
ustawowe. To pokazuje, ze zakres prawa dostepu ma
granice, jesli administrator dostarczy wszystkie
wymagane informacje i dane osobowe, osoba nie
moze domagac sie np. danych dotyczgcych
wewnetrznych procesow lub danych osobowych
personelu szczegdlnie, gdy nie sg to ,,odbiorcy”

w rozumieniu RODO. Ten watek rozwingt ostatnio
TSUE w wyroku C-579/21 (o czym wspomne ponizej).

Podsumowujgc, UODO stoi na stanowisku, ze
prawo dostepu musi by¢ skutecznie realizowane
i nie akceptuje wymowek typu ,,to zbyt
pracochlonne” czy ,mamy wlasne procedury,
ktorych osoba nie dochowalta”. W razie sporu
czesto staje po stronie osoby, nakazujac
administratorom skorygowanie podejscia i wydanie
danych. Z drugiej strony uznaje pewne ograniczenia
— np. ochrone tajemnicy przedsiebiorstwa czy danych
pracownikéw - o ile administrator wykaze, ze
zapewnil osobie wszystko, co konieczne,

a ograniczyt jedynie elementy chronione innymi
przepisami.
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Podejscie innych organow
nadzorczych (CNIL, BfDI, ICO)

‘ ’ Francuski organ CNIL

CNIL ktadzie nacisk na praktyczne
ulatwienia dla osob oraz kompletnos¢
odpowiedzi ze strony administratorow. W
swoich wytycznych dla przedsiebiorcow
CNIL zaleca czteroetapowe podejscie do
realizacji prawa dostepu:

W razie potrzeby zweryfikuj tozsamos¢
wnioskodawcy,

Jesli zadanie jest bardzo szerokie, popros

o doprecyzowanie, jakich danych lub operacji
dotyczy (zwtaszcza gdy organizacja
przetwarza ogromne zbiory danych — ma to
zapobiec nadmiernemu obcigzeniu, zgodnie
Z motywem 63 RODO),

Upewnij sie, ze udostepnienie danych nie
naruszy praw osob trzecich — w razie
potrzeby przygotuj dane do wydania poprzez
anonimizacje informacji o innych osobach
lub wylgczenie pewnych elementéw (CNIL
przypomina, ze ktos nie moze np. zgdac
danych o swoim wspotmatzonku ani
pracownik danych o koledze; rowniez
tajemnica zawodowa czy handlowa stanowi
granice — np. nie udostepnia sie kodu
zrodtowego oprogramowania jako takiego,
nawet jesli zawiera dane.
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Udziel odpowiedzi w terminie, przekazujgc
wymagane informacje i dane. CNIL zwraca
uwage, ze osoba moze zgdac¢ zarOwno
informacji o przetwarzaniu, jak i kopii
danych — administrator powinien zatem
sprawdzic, czy ma dostarczy¢ jedno i drugie.
Co wazne, CNIL stanowczo podkresla, iz
udzielajgc odpowiedzi nie mozna poprzestaé
na ogolnikach. Przyktadowo nie jest
prawidtowg realizacjg poinformowanie osoby
jedynie, ze posiada sie jej dane, ktore sama
podata, albo wymienienie samych kategorii
danych — trzeba przekazac rzeczywiste dane
osobowe. Dane zawarte w dokumentach
nalezy udostepnic czy to poprzez kopie
oryginatu, czy poprzez wierng transkrypcje
na inny nosnik. Jezeli przekazanie kopii
dokumentu (w catosci lub czesci) jest
niezbedne, by osoba zrozumiata kontekst,
nalezy takg kopie zapewnic. CNIL wskazuje
tez, ze przy wysytaniu odpowiedzi warto
zanonimizowac to, co konieczne — np.
imiona innych oséb — zamiast nie wydawac
dokumentu w ogole. Podejscie CNIL jest
bardzo zbiezne z wytycznymi EROD

i dziataniami polskiego organu nadzorczego
uwzgledniajgc peine poinformowanie osoby
1 poszanowanie jej prawa, przy
jednoczesnym zabezpieczeniu danych oséb
trzecich oraz tajemnic prawnie chronionych.

Niemiecki organ BfDI

Federalny Inspektor Ochrony Danych (BfDI)
rowniez traktuje prawo dostepu jako
szerokie uprawnienie gwarantujgce osobom
kontrole nad swoimi danymi.

W oficjalnych informacjach wyjasnia, ze
zakres obejmuje wszelkie dane osobowe
osoby znajdujgce sie u administratora a nie
tylko oczywiste dane typu imie, adres, ale
takze np. prowadzone z osobg komunikacje,
notatki wewnetrzne na jej temat itp., o ile
zawierajg jej dane osobowe. Podkresla, ze
czesto sens pewnych informacji ujawnia sie
dopiero w kontekscie — np. z korespondencji
7z 0sobg — zatem dla zrozumialo$ci nalezy
udostepni¢ dokumenty w calosci (w
kopii), jesli inaczej osoba nie odczyta
wlasciwego znaczenia informacji. Niemiecki
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regulator zaznacza przy tym, ze prawo
dostepu nie jest absolutne i trzeba chronic
dane innych oséb, a takze chronic¢ tajemnice
przedsiebiorstwa. Jednak w razie
wystepowania takich elementow nie nalezy
automatycznie odmawiac¢, lecz zastosowac
srodki ograniczajgce zakres (np.
zanonimizowac nazwiska osob trzecich,
zaciemnic¢ fragmenty bedgce tajemnicg
handlowg). BfDI wskazuje tez na mozliwos¢
skorzystania z wyjgtkow przewidzianych

w niemieckim prawie krajowym (BDSG)

w szczegolnych sytuacjach — np. gdy
udostepnienie wymagatoby
niewspoimiernego wysitku przy danych
archiwalnych, ale generalnie standardem
powinna by¢ pelna odpowiedz. Warto
zauwazyc, ze stanowisko BfDI co do
udostepniania catych dokumentow pokrywa
sie z pdzniejszym orzeczeniem TSUE. Juz
wczesniej niemiecki organ przyjmowali, Ze
wewnetrzne notatki zawierajgce dane osoby
podlegajg dostepowi (np. notatka stuzbowa
opisujgca zdarzenie z udziatem tej osoby
powinna zostac udostepniona, jesli osoba

0 to wnosi, po ewentualnym usunieciu
nazwisk innych osoéb).
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Brytyjski organ ICO

Cho¢ Wielka Brytania opuscita UE, jej
podejscie wypracowane na gruncie
analogicznego prawa w UK GDPR i wczes$niej
Data Protection Act jest bardzo cenne

w zakresie praktycznym. ICO publikuje
rozbudowane wytyczne dla administratorow
dot. tzw. SAR (Subject Access Request).
Wskazuje na kluczowe elementy takie jak:

Procedury rozpoznawania i obstugi
wnioskow.

Pracownicy powinni wiedziec¢, ze nawet
nieformalna prosba klienta ,,chciatbym
zobaczy¢, co o mnie wiecie” jest prawnie
wigzgcym wnioskiem o dostep.

Rejestracja i monitorowanie wnioskow:

ICO zaleca, by kazda prosbe odnotowac (data
otrzymania, tres¢ zgdania, kanat),

a nastepnie odnotowac réwniez date
udzielenia odpowiedzi i zakres przekazanych
informacji. Taka ewidencja pomaga sledzi¢
terminy i dowodzi¢ zgodnosci

z obowigzkami.

Terminowos¢ i ewentualne wyjasnienia:

Organizacja powinna od razu liczyc¢ 1-
miesieczny termin i ewentualnie szybko
decydowac o przedituzeniu oraz
poinformowac o tym wnioskujgcego. Jezeli
przetwarza bardzo duzo danych o osobie,
moze uprzejmie poprosic o doprecyzowanie
zakresu (np. ,,czy chodzi Pani o dane z
konkretnej ustugi lub okresu?”) — w tym
czasie bieg terminu ulega zawieszeniu.
Wazne, by prosba o doprecyzowanie
nastgpita szybko, tak aby po uzyskaniu
wyjasnien pozostato jeszcze wystarczajgco
czasu na zebranie danych.

Weryfikacja tozsamosci:

Podobnie jak EROD, ICO dopuszcza
poproszenie o dokument lub informacje
weryfikujgce, jesli sg watpliwosci. Zaleca
jednak, by zgdac tylko tyle, ile potrzeba, nie
trzeba formalnie identyfikowac osoby, jesli
jej tozsamosc jest oczywista z okolicznosci
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np. prosi poprzez konto, do ktérego tylko
ona ma dostep.

Kompletny zakres odpowiedzi:

ICO przypomina, ze osoba ma prawo
zarowno do kopii danych, jak i do tzw.
informacji uzupeiniajgcych, czyli wiasnie
informacji wymaganych przez art.15 ust.1,
czesto pokrywajgcych sie z trescig klauzul
informacyjnych z art.13/14. W zwigzku z tym
odpowiedz powinna zawierac jedno i drugie,
chyba ze zgdanie dotyczyto tylko
konkretnego aspektu.

Forma udzielenia informacji:

W miare mozliwosci powinna byc¢ zgodna

7 preferencjg osoby. ICO sugeruje, by w
miare moznosci odpowiadac tg samg drogg,
ktorg przyszedt wniosek co jest zbiezne

z zasadami RODO. W przypadku odpowiedzi
elektronicznej, jesli dane sg wrazliwe, zaleca
sie stosowanie bezpiecznych kanatow (np.
szyfrowane wiadomosci, zabezpieczone
pliki) lub oferowanie odbioru osobistego.

Ogolnie praktyka zagranicznych organow nie odbiega
od wskazan UODO i EROD. CNIL, BfDI czy ICO ktadg
nacisk na: rzetelng weryfikacje tozsamosci, szybkie
reagowanie na wnioski, pelne i zrozumiate
informowanie, wydawanie danych z poszanowaniem
prywatnosci osob trzecich oraz na posiadanie przez
administratoréw procedur wewnetrznych
ulatwiajgcych realizacje tych obowigzkow. W wielu
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krajach zaobserwowano tez egzekwowanie prawa
dostepu poprzez kary; np. francuska CNIL naktadata
kary na duze podmioty za utrudnianie dostepu do
danych (czescig glosnej kary dla Google w 2019 r.
byta kwestia nieprzejrzystego dostepu do danych),

a hiszpanska AEPD ukaratla kilka firm za ignorowanie
wnioskow osob. Trend w catej Europie jest jasny:
prawo dostepu nalezy do najwazniejszych praw
osoby i organy nadzorcze wymagajg, by
administratorzy podchodzili do niego priorytetowo.

Procedura realizacji prawa
dostepu - zalecenia i dobre
praktyki

Aby skutecznie i prawidtowo obstugiwac¢ wnioski
o dostep do danych, administratorzy powinni
wdrozy¢ wewnetrzng procedure regulujacg ten
proces. Taka procedura powinna obejmowac co
najmniej nastepujgce elementy:

Kanatly przyjmowania wnioskow

Wskazanie, w jaki sposob osoba moze zlozy¢ zgdanie
(np. dedykowany adres e-mail, formularz, adres
pocztowy, mozliwos¢ ustnego zgloszenia). Uwaga:
nawet jesli preferujemy konkretny kanat, procedura
powinna przewidywac, ze wniosek otrzymany inng
drogg (np. przez social media lub ustnie) tez zostanie
rozpoznany. Wazne jest przeszkolenie personelu,
zwilaszcza pierwszej linii kontaktu z klientem, by
rozpoznawat zgdania dostepu niezaleznie od formy

i nie ignorowat ich.

Ewidencja wnioskow

Kazdy wniosek powinien by¢ niezwlocznie
zarejestrowany w wewnetrznym rejestrze. Zaleca sie
odnotowanie daty wptywu, danych wnioskodawcy,
sposobu otrzymania wniosku oraz zakresu zgdania.
Nastepnie w rejestrze odnotowujemy date udzielenia
odpowiedzi i ewentualnie date przedtuzenia terminu
wraz z uzasadnieniem. Taka dokumentacja pozwoli
wykazac terminowosc¢ i kompletnosc realizacji
zgdania w razie kontroli.

Weryfikacja tozsamosci

Procedura powinna opisywac, jak weryfikujemy
tozsamos¢ osoby. Np. moze przewidywac
sprawdzenie danych w systemie CRM, zadanie osobie
dodatkowych pytan weryfikujgcych albo poproszenie
o okazanie dokumentu w zaleznosci od kanatu
kontaktu. Nalezy uwzglednic r6zne scenariusze:
wniosek od obecnego klienta, od osoby, ktorej danych
nie mamy w bazie, wniosek przez e-mail oraz
wniosek telefoniczny itd. oraz okreslic, kto i jak
podejmuje decyzje o uznaniu tozsamosci za
potwierdzong. Wszystko w duchu minimalizacji
dodatkowych danych - pytamy tylko o tyle, ile
potrzeba do weryfikacji tozsamosci.

Procedura zbierania danych

Po otrzymaniu waznego (zweryfikowanego) zgdania,
nalezy ustali¢, gdzie w organizacji mogg znajdowac
sie dane osobowe wnioskodawcy. Dobra procedura
powinna wskazywac jednostke lub osobe
odpowiedzialng za koordynacje poszukiwania danych
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(np. dedykowany zespo6t ds. prywatnosci). Nastepnie, trzeba zredagowac. Zaleca sie stosowac zasade

zaleznie od struktury firmy, uruchamia sie proces minimalizacji redakcji co oznacza, ze nalezy usuwac
przeszukania systemow, baz danych, archiwéw tylko te elementy, ktore identyfikujg inne osoby lub
papierowych itp. w zakresie objetym wnioskiem. ujawniajg ich dane osobowe, zostawiajgc reszte tresci
W przypadku duzej organizacji pomocne jest czytelng. Technicznie, redakcja moze polegac na
przygotowanie wczesniej mapy lokalizacji danych, zaczernieniu tekstu na kopii dokumentu, usunieciu
jakie dziaty przetwarzajg dane klientow, pewnych pol z raportu, wyciszeniu fragmentu
pracownikow itd. Administrator ma obowigzek nagrania itp. Wszystkie takie modyfikacje rowniez
podjac¢ uzasadnione starania, by znalez¢ wszystkie warto zarejestrowacd, np. zachowac oryginat do

dane osobowe osoby. Nie musi to oznaczac ewentualnej kontroli, aby moéc okazad, ze faktycznie
przeszukiwania kazdej pojedynczej kopii zapasowe] usunieto tylko konieczne elementy.

czy wszystkich e-maili stuzbowych, jesli byloby to
nieproporcjonalne — np. ICO wskazuje, ze nie trzeba
spetniac zgdania w sposob powodujgcy
nieproporcjonalny wysitek. Jednak nalezy
udokumentowac, jakie dziatania podjeto i dlaczego
ewentualnie pewnych zasobow nie przeszukano.

Z reguty jednak wiekszos¢ danych powinna by¢
dostepna w systemach i tam nalezy ich poszukac.

Opracowanie odpowiedzi

Po zebraniu danych przychodzi czas na
przygotowanie odpowiedzi. Procedura powinna
zawierac checkliste informacji do przekazania,
wszystkie punkty z art. 15 ust.1 RODO oraz
wskazowki co do formatu udostepnienia kopii danych
np. czy tworzymy raport PDF, czy wyciggi z baz, czy
robimy zrzuty ekranow. Dobrg praktyka jest

Weryfikacja kompletnosci

korzystanie z wzoroéw pism — np. szablon odpowiedzi odpowiedzi

na zgdanie dostepu, w ktérym uzupeknia sie Zanim odpowiedZ zostanie wystana, dobrze aby
indywidualne dane. To zmniejsza ryzyko pominiecia przeszta kontrole jakosci — np. przez IOD lub inng
ktoregos obowigzkowego elementu. Warto tez upowazniong osobe. Chodzi o sprawdzenie, czy
przewidziec, ze odpowiedz powinna zawierac uwzgledniono wszystkie elementy zadania, czy
informacje o prawie do ztozenia skargi do organu zatgczono wiasciwe pliki, czy nie pominieto zadnej
nadzorczego oraz o ewentualnym przedtuzeniu kategorii informacji. Btedy na tym etapie mogg
terminu (jesli miato miejsce) aby osoba byta w peini skutkowac kolejnym wnioskiem od osoby lub skarga,
swiadoma swoich praw. Jesli jakies dane zostaty wiec warto dotozy¢ starannosci.

pominiete z uwagi na prawa innych osob lub
tajemnice, nalezy to krotko wyjasni¢ w odpowiedzi

. . s Wystanie odpowiedzi i archiwizacja
(np. ,,pewne informacje zostaty zanonimizowane

7z uwagi na prywatnosc¢ osob trzecich, zgodnie z art. Procedura powinna tez okresla¢, jak przekazujemy
15 ust.4 RODO”). odpowiedz, kto jg podpisuje np. upowazniony
pracownik, jak jg wysytamy (email, list polecony,
Redakcja danych oséb trzecich przez konto online) i jak potwierdzamy nadanie/
odbiodr. Po wystaniu, kopie udzielonej odpowiedzi
Procedura powinna opisywacé, jak postepowac, gdy wraz z przekazanymi danymi nalezy zarchiwizowac
dane osoby sg powigzane z danymi innych oséb. w wewnetrznej dokumentacji. Dzieki temu, jesli
Nalezy okresli¢, kto decyduje o tym, ktore fragmenty osoba w przysztosci ztozy np. skarge lub kolejne
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zgdanie, administrator ma dowod, co zostato
wczesniej przekazane. Taka archiwizacja to element
zasady rozliczalnosci — wykazujemy, ze spelniliSmy
obowigzek. Oczywiscie archiwizowane pakiety
danych nalezy zabezpieczy¢ i przechowywac nie
dtuzej niz to potrzebne. Mozna zatozy¢, ze
przechowujemy kopie udzielonych odpowiedzi przez
5 lat na wypadek prawnej potrzeby wykazania faktow
przed organem nadzorczym, po CzZym je usuwamy.

Obstuga kolejnych zgdan

Procedura powinna przewidywac, co, jesli ta sama
osoba sktada wnioski powtarzajgce sie bardzo czesto.
RODO pozwala przy nadmiernej czestotliwosci uznac
wniosek za nadmierny i ewentualnie pobrac optate
albo odmoéwic (art. 12 ust.5). Jednak prog
sewidentnego nadmiaru” jest wysoki, 0 czym mozna
przeczytaC¢ w decyzji Urzedu Ochrony Danych
Osobowych. Dobrze jest wyznaczy¢ wewnetrzne
kryteria, kiedy wniosek traktujemy jako powtorny bez
nowych okolicznosci. Jesli np. ktos co miesigc zgda
pelnego dostepu, mozna po ktéryms razie
poinformowac, ze dane od ostatniej odpowiedzi sie
nie zmienity. Kazdy przypadek nalezy ocenia¢
indywidualnie i raczej ostroznie korzystac

z mozliwosci odmowy jako ,,nadmierne;j”.

Szkolenia personelu i testy
procedury

Na koniec, dobra praktyka to okresowe szkolenia
pracownikow z zakresu obstugi praw osob, w tym
prawa dostepu. Warto przeprowadzac testy procedury
— np. wewnetrzny audyt: wystanie probnego zgdania
i sprawdzenie, czy procedura zadziatata prawidtowo
w praktyce. Pozwala to zidentyfikowac stabe punkty i
ulepszy¢ proces zanim dojdzie do realnego

naruszenia.
-
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Podsumowujgc, prawo dostepu do danych osobowych
jest poteznym narzedziem w rekach jednostki, a dla
administratorow obowigzkiem wymagajgcym dobrze
zorganizowanego dziatania. Stosujgc sie do
powyzszych wskazowek i czerpigc z dobrych praktyk
zarowno krajowych, jak i zagranicznych,
administratorzy danych mogg skutecznie realizowac
te obowigzki. Zapewnia to nie tylko zgodnos¢

z prawem i unikanie sankcji, ale takze buduje
zaufanie. Transparentny administrator, ktory
otwarcie dzieli sie informacjami z osobami, ktorych
dane przetwarza, zyskuje reputacje godnego zaufania
partnera dziatajgcego zgodnie z duchem RODO.
Dzieki temu prawo dostepu staje sie faktycznie
uzyteczne zaréwno dla oséb fizycznych, ktore mogag
lepiej chronic swoje dane, jak i dla administratorow,
ktorzy doskonalgc procedury dostepu, podnoszg
0g0lng kulture ochrony danych w swojej organizacji.
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